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Sidä 1 

Sämmänfättning 

Den hä r räpporten händlär om dätäskyddsombudets ärbete och sämläde iäkttägelser äv ärbetet med 

dätä- och integritetsskyddet i Hylte kommun under 2024. I räpporten finns ocksä  ett ävsnitt med 

redogo relse fo r resultät äv den gränskning som gjorts äv behändlingsregistren. Mä lgrupp fo r dennä 

räpport ä r frä mst de personuppgiftsänsvärigä nä mndernä och styrelsernä inom kommunen men ä ven 

de som äktivt ärbetär med frä gornä eller som pä  nä got sä tt bero rs äv omrä det i sitt ärbete. Räpporten 

omfättär fo ljände personuppgiftsänsvärigä i Hylte kommun; kommunstyrelsen, tillsynsnä mnden, bärn- 

och ungdomsnä mnden, sämhä llsbyggnädsnä mnden, kultur- och folkhä lsonä mnden, omsorgsnä mnden 

sämt Stiftelsen Hyltebostä der. 

Ett generellt rä d till sämtligä personuppgiftsänsvärigä ä r ätt i ho gre gräd lyftä in och integrerä 

dätäskyddet i lednings- och utvecklingsfrä gornä och ätt äktivt resursfo rdelä och fo ljä upp ärbetet.  

Om dätäskyddsombudet skä pekä pä  nä grä mer specifikä omrä den dä r det finns utvecklingspotentiäl, sä  

ä r det omrä det tro skelänälyser och risk- och konsekvensbedo mningär, DPIA. Arbetet med DPIA skä 

go räs innän en behändling pä bo rjäs äv personuppgifter och/eller innän en upphändling äv exempelvis 

ett nytt IT-system pä bo rjäs. Och det fo r ätt dels sä kerstä llä ätt det män tä nker go rä med person-

uppgifternä ä r lägligt, lä mpligt och no dvä ndigt. Bedo mningen bidrär dels ocksä  med underläg till kräv 

som beho ver stä lläs pä  en leveränto r äv ett system väd gä ller till exempel sä kerhetsnivä n i systemet och 

hos leveränto ren. Dätäskyddsombudet bedo mer ätt älldeles fo r fä  tro skelänälyser och DPIA go rs i Hylte 

kommun sett i relätion till den storä mä ngd personuppgifter som hänteräs och den 

verksämhetsutveckling/digitälisering som pä gä r. 

Verksämheternä beho ver ocksä  skäffä sig en djupäre kunskäp om väd som rä knäs som personuppgifter 

(nä got som främkom tydligt i gränskningen äv behändlingsregistren). Med personuppgift ävses värje 

upplysning som ävser en identifieräd eller identifierbär fysisk person. Avgo rände ä r ätt uppgiften, 

enskilt eller i kombinätion med ändrä uppgifter, direkt eller indirekt, kän knytäs till en levände person. 

 

Vidäre mä ste verksämheternä bli bä ttre insättä i väd en personuppgiftsincident ä r fo r nä got och ätt de 

skä änmä läs, utredäs och dokumenteräs enligt internä rutiner. Ibländ skä de ä ven änmä läs till IMY, 

Integritetsskyddsmyndigheten.  

Dätäskyddsombudet rekommenderär respektive verksämhets personuppgiftssämordnäre ätt regel-

bundet deltä vid ledningsgrupper, nä mnder/styrelser, APT, utvecklingsprojekt osv fo r ätt informerä och 

utbildä inom omrä det dätäskydd och väd regelverket stä ller fo r kräv pä  verksämheternäs person-

uppgiftshäntering.  

Gränskningen äv behändlingsregistren visär pä  betydände brister. Det finns finns ett omfättände ärbete 

ätt go rä fo r verksämheternä fo r ätt levä upp till kräven pä  ett behändlingsregister enligt ärtikel 30 i 

GDPR. De flestä äv behändlingärnä här män inte sett o ver sedän de gjordes runt ä ren 2018 – 2019, dvs i 

sämbänd med ätt den nyä dätäskyddslägstiftningen info rdes. A ndämä len som änges i de register som 
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gränskäts ä r i mä ngä fäll otydligä, äbsträktä och ospecifikä sämt ätt den direktä kopplingen till värfo r 

personuppgifter behändläs inte gä r ätt fo rstä . 

Vidäre här verksämheternä svä rt ätt ävgo rä vilken rä ttslig grund som gä ller fo r ätt fä  behändlä 

personuppgifter. Alltfo r oftä änger män sämtycke som läglig grund. Dennä grund ä r som regel inte 

tillä mpbär inom offentlig verksämhet. Beroende pä  vilken rä ttslig grund som ä beropäs enligt GDPR sä  

krä vs oftä ocksä  ätt män änger vilket nätionellt lägsto d män grundät sin behändling i. 

 

Angivelse äv tidsfrister fo r rädering äv personuppgifter säknäs bitvis, det säknäs uppgifter om biträ den 

och om biträ desävtäl ä r tecknäde sämt om det sker nä gon tredjeländso verfo ring äv personuppgifter. 

Att fo rstä  och tillä mpä de olikä leden i GDPRs ärtikel 30.1 om behändlingsregister ä r inte sä  enkelt som 

det kän uppfättäs vid en fo rstä änblick och det ä r nä got som blivit tydligt i sämbänd med genomfo rd 

gränskning. Kunskäpen om regelverket och hur präktiskt ärbetä med behändlingsregistren ä r ho gre 

idäg ä n 2018-2019 dä  behändlingärnä fo rtecknädes. Fo rutsä ttningärnä fo r ärbetet utifrä n den äspekten 

bo r dä rfo r värä bä ttre idäg. Men dä  mä ste verksämheternä ävsä ttä resurser i form äv tid och personer 

som kän ärbetä med behändlingsregistren. Ett komplett behändlingsregister bidrär till ätt kommunen 

fä r ett bä ttre sto d i det fortsättä ärbetet med dätäskydd. Intensifieräs dessutom ärbetet med risk- och 

konsekvensbedo mningär sä  bidrär det ocksä  med informätion till behändlingsregister och biträ desävtäl. 
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Sidä 3 

1. Syftet med ä rsräpporten och gränskningen 

Syftet med den hä r räpporten, fo rutom ätt den ocksä  ger en bild äv dätäskyddsombudets ärbete och 

insätser under ä ret, ä r ätt underlä ttä fo r bä de kommunstyrelsen och de olikä personuppgiftsänsvärigä 

nä mndernä och styrelsernä inom kommunen ätt fo ljä upp och go rä rä tt prioriteringär fo r ätt stä rkä 

dätä- och integritetsskyddet främo ver. Uto ver det egenkontrollärbete som värje personuppgiftsänsvärig 

sjä lv beho ver genomfo rä fo r sin verksämhet, blir ä rsräpporten ett sä tt ätt fä  en oberoende blick pä  

kommunens stätus pä  dätäskyddsärbetet och de utvecklingsbehov som kän finnäs pä  omrä det. 

 

I räpporten finns ocksä  ett ävsnitt med redogo relse fo r resultätet äv den gränskning som gjorts äv 

behändlingsregistren vilket ocksä  kommer bidrä med sto d till kommunens fortsättä ärbete med 

dätäskydd.  

Räpporten, inklusive gränskningen, omfättär fo ljände personuppgiftsänsvärigä i Hylte kommun; 

kommunstyrelsen, tillsynsnä mnden, bärn- och ungdomsnä mnden, sämhä llsbyggnädsnä mnden, kultur- 

och folkhä lsonä mnden, omsorgsnä mnden sämt Stiftelsen Hyltebostä der. 

1.1  Dätäskyddsombudets roll 

Uppdräget som dätäskyddsombud ä r fäststä llt i GDPR (Allmä nnä dätäskyddsfo rordningen/Generäl       

 Dätä Protection Regulätion, Europäpärlämentets och rä dets fo rordning (EU) 2016/679 äv den 27 äpril 

2016 om skydd fo r fysiskä personer med ävseende pä  behändling äv personuppgifter och om det friä 

flo det äv sä dänä uppgifter och om upphä vände äv direktiv 95/46/EG). Dä r stä r ätt dätäskyddsombudet 

(DSO) sjä lvstä ndigt och oberoende skä fo ljä och gränskä personuppgiftshänteringen i fo rhä llände till 

bestä mmelsernä i GDPR fo r de verksämheter som DSO ä r utsedd ätt värä ombud fo r. Dä r stä r ocksä  ätt 

DSO skä räpporterä iäkttägelser till den ho gstä ledningen, sä  ätt den som ytterst änsvärär fo r 

verksämheten (den personuppgiftsänsvärige) kän vidtä ä tgä rder fo r ätt stä rkä dätä- och integritets-

skyddet. DSO-uppdräget omfättär ä ven ätt ge rä d och sto d till medärbetäre och chefer i den operätivä 

verksämheten, exempelvis genom informätion eller rä d vid sä rskilt riskfylld häntering äv person-

uppgifter. Uto ver GDPR och ängrä nsände bestä mmelser som räm fo r uppdräget, sä  ä r utgä ngspunkten 

älltid de registrerädes perspektiv. 

 

Dätäskyddsombudet fo r Hylte kommun ä r ä ven ombud fo r kommunernä Läholm och Fälkenberg. Det 

innebä r ätt dätäskyddsombudet bistä r och gränskär totält 35 styrelser och nä mnder (boläg inkluderät). 

 

1.2 En fråga om trygghet 
 
Dataskydd är ett begrepp för allt det som gör att människors personuppgifter är i trygga händer när de 

samlas in, bearbetas, delas, lagras eller hanteras på annat sätt. Det handlar om allt från att ha ordning 

och reda med hjälp av rutiner av olika slag som exempelvis beredskap att hantera risker till att sätta 
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upp tekniska skyddsåtgärder i system och digitala verktyg och att se till att personalen genom sin 

uppmärksamhet och kunskap bidrar till att upprätthålla dataskyddet. Både i det dagliga arbetet och när 

verksamheten utvecklas. 

Skyddet är omfattande och regleras av EU-förordningen GDPR, kompletterat med den svenska 

dataskyddslagen och en rad andra bestämmelser inom olika verksamhetsområden. Dataskydd kan 

därför uppfattas som regeltungt, men också tekniskt och abstrakt eftersom det många gånger handlar 

om flöden äv personuppgifter ”i kulissernä” till de tekniskä verktyg vi änvänder.  

Men data- och integritetsskyddsfrågor ska först och främst ses som en trygghetsfråga för dem vars 

personuppgifter kommunen hanterar. Frågan har kommit att bli högaktuell i och med den intensiva 

innovativa och datadrivna teknikutvecklingen som sker i samhället. Omfattningen av personuppgifter 

som hanteras har aldrig varit så stor som den är idag och mot bakgrund av hoten i vår omvärld har den 

personliga integriteten därför heller aldrig varit viktigare att värna. 

För att det ska vara hållbart att använda digitaliseringens möjligheter och dra nytta av den nya 

tekniken, med syftet en bibehållen välfärd och demokrati, måste det alltså göras på integritetsvänliga 

sätt. Dataskyddsperspektivet måste därför finnas med när nya arbetssätt utvecklas så att vi kan lita på 

de digitala tjänster som används och utvecklas. Dataskyddsarbetet måste ingå som en självklar del när 

nya digitala lösningar för människor tas fram. Inbyggt dataskydd och dataskydd som standard är 

centrala begrepp som vid tjänste-/systemdesign måste få en självklar påverkan på de system och 

tjänster som används. 

 

Utgångspunkten i GDPR är att individens rätt till integritet och skydd för sina personuppgifter är 

viktigare än en organisations behov av att samla in, bearbeta och dela personuppgifter hur som helst. 

Den grundlagsskyddade rätten till integritet är många gånger också ett led i att tillvarata andra fri- och 

rättigheter. Till exempel rörelsefriheten – att inte bli övervakad, rätten att fritt bilda åsikter och rätten 

att inte bli diskriminerad. Det är i det ljuset som GDPR har kommit till. För utan GDPR vore det mer 

”fritt främ” ätt änvändä vårä personuppgifter för sådänt som profilering, åsiktsregistrering, förföljelse 

och utestängning samt aktioner för att felaktigt påverka våra uppfattningar och vår tillit till samhället. 

Möjligheterna att följa, kartlägga och påverka människor ökar exponentiellt med den nya tekniken. 

Information om sjukdomar, funktionsnedsättningar, beteenden, facklig tillhörighet eller andra 

integritetskänsliga uppgifter kan få förödande konsekvenser för enskilda om informationen kommer i 

fel händer. Eller om det politiska läget förändras. Med den digitala tekniken och de datamängder som 

den genererar om oss människor och våra beteenden blir uppgifter om oss och våra preferenser mer 

tillgängliga att använda av olika aktörer för olika ändamål. Det är här GDPR kommer in och sätter 

ramarna så att tekniken inte ska leda till en insamling och användning av personuppgifter som riskerar 

att äventyra människors grundläggande fri- och rättigheter i ett demokratiskt samhälle.  

1.3 Kommunen har en särskild roll  

Kommunen har med sin särställning, såsom värnare av sina invånares intressen och demokratin, ett 

extra ansvar att måna om ett gott integritets- och dataskydd i sin service och sina åtaganden. Alla 

ansträngningar som görs kopplat till dataskyddet i kommunen tjänär därför ett högre syfte än ”bärä” 

regelefterlevnad och teknisk administrering. Dataskydd handlar främst om människor. 
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2. Dätäskyddsombudets rä d och sto d 

2.1 Informätion och utbildning 

Dätäskyddsombudet ä r stä ende deltagare på Hylte kommuns nätverk för personuppgifts-

samordnare (PUS) vilket drivs äv kommunens informätionssä kerhetssämordnäre. Syftet med 

nä tverket ä r ätt underlä ttä fo r verksämheternä och skäpä sämsyn i ärbetet med dätäskydd. Syftet ä r 

ocksä  ätt i ett gemensämt forum diskuterä diverse frä gor kopplät till verksämheternäs personuppgifts-

häntering, skäpä rutiner fo r ärbetet, omvä rldsbeväkä, lä rä äv värändrä mm fo r ätt fä  ett sä  effektivt 

ärbete som mo jligt kring dätäskyddsfrä gornä och pä  ett kommuno vergripände plän. Inriktningen äv 

nä tverket gä r ocksä  emot ätt ä ven tä ckä frä gor inom helä informätionssä kerhetsomrä det. PUSärnä 

ärbetär enligt ett fäststä llt ä rshjul som bidrär till ätt sä ttä ägendän fo r väd som ävhändläs vid dessä 

nä tverksträ ffär. Nä tverket här häft fem mo ten under ä ret och bestä r äv deltägäre som ärbetär med 

dätäskydd och som ä ven delvis pä bo rjät ärbetet inom informätionssä kerhetsomrä det. Nä tverket bestod 

2024 äv femton (15) personer/personuppgiftssämordnäre och representeräde kommunens sämtligä 

nä mnder och styrelser.  

Pä  nä tverksträ ffärnä här dätäskyddsombudet en stä ende informätionspunkt. Informätionen bestä r äv 

omvä rldsbeväkning; väd ä r pä  gä ng inom dätäskyddsärbetet i de tre kommunernä som dätäskydds-

ombudet ärbetär fo r, nyä rä ttsfäll och beslut frä n domstolär, Integritetsmyndigheten (IMY) och EU sämt 

specifik informätion i nä got ä mne som ä r sä rskilt äktuellt eller ren utbildning.  

 

Alla kommunens personuppgiftsansvariga, dvs alla nämnder och styrelser, har under året fått 

besök av dataskyddsombudet tillsämmäns med kommunens informätionssä kerhetssämordnäre. 

Informätion gävs om vä rdet äv ätt ärbetä med dätäskydd utifrä n GDPR, risker fo r dätäinträ ng som kän 

innebä rä sto ld äv informätion och personuppgifter och hur viktigt det ä r ätt prioriterä informätions-

sä kerhet bl. ä vid info rände äv ny teknik. Det gävs ä ven informätion om sjä lvä regelverket ro rände 

personuppgifter och informätionssä kerhet, om änsvär, roller och hur ärbetet med dätäskydd bedrivs 

inom kommunen.  

Dätäskyddsombudet här dessutom regelbundna avstämningar med kanslicheferna i Laholm, 

Falkenberg och Hylte ängä ende ärbetet med dätäskydd som till exempel äktuellä risk- och 

konsekvensbedo mningär, diverse ä renden, omvä rldsbeväkning, ärbetsbelästning osv. 
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2.2 Rä d och rekommendätioner  

2.2.1 Risk- och konsekvensbedo mningär, DPIA 

 

De som ä r personuppgiftsänsvärigä fo r en kommände/pä gä ende personuppgiftsbehändling mä ste 

sä kerstä llä och visä ätt behändlingen fo ljer GDPR. 

Av ärtikel 35.1 i GDPR fo ljer; ”Om en typ äv behändling, sä rskilt med änvä ndning äv ny teknik och med 

beäktände äv dess ärt, omfättning, sämmänhäng och ä ndämä l, sännolikt leder till en ho g risk fo r fysiskä 

personers rä ttigheter och friheter skä den personuppgiftsänsvärige fo re behändlingen utfo rä en 

bedo mning äv den pläneräde behändlingens konsekvenser fo r skyddet äv personuppgifter” dvs. en risk- 

och konsekvensbedo mning, en s.k. DPIA (Dätä Protection Impäct Assessment). Fo r ätt kunnä ävgo rä om 

det krä vs en DPIA info r en behändling äv personuppgifter utfo rs fo rst en s.k. tro skelänälys. Den kän dä  

resulterä i ätt män inte beho ver gä  vidäre med en DPIA. Men i de flestä fäll resulterär den i ätt en DPIA 

mä ste go räs.  

Den som ä r personuppgiftsänsvärig ä r skyldig ätt frä gä sitt dätäskyddsombud om rä d i sämbänd med 

konsekvensbedo mningär. Dätäskyddsombudet ä r i sin tur ocksä  skyldig ätt ge rä d. Under ä ret här 

dätäskyddsombudet bistä tt verksämheternä i deräs ärbete med dessä och dessutom lä mnät yttränden 

med synpunkter och rä d info r behändlingärnä. Under 2024 inkom fyrä (4) konsekvensbedo mningär till 

dätäskyddsombudet. Nedän finns en o versikt o ver dessä. 

 

Tabell 1. Hylte kommuns gjorda risk- och konsekvensbedömningar (DPIA) under 2024 

Nämnd/styrelse Behandling Kommentar 

   

Sämhä llsbyggnädsnä mnden 
DPIA 

Behandling av 

personuppgifter i 

samband med 

administration av 

renhållnings- och 

avfallshanterings-

processen, nytt 

system EDP Mobile 

I systemet ingår 

positioneringsteknik 

vilket möjliggör en 

närgången 

övervakning av 

anställda och medför 

risker för otillbörliga 

integritetsintrång 

Sämhä llsbyggnädsnä mnden 
DPIA 

Digital felanmälan 

gata- och park 

Positionsangivelse 

möjlig. Det finns även 

risk för onödig 

spridning av 

personuppgifter 
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Sämhä llsbyggnädsnä mnden 
DPIA 

 

 

 

 

 

Digitalt 

språkverktyg för att 

stärka utrikesföddas 

språkkunskaper, 

Lingio 

Känsliga uppgifter i 

form av etnicitet. 

Även i övrigt 

integritetskänsliga 

uppgifter behandlas - 

som värderande 

information som 

omdömen/betyg/ 

resultat. 

Kultur- och folkhä lsonä mnden 
DPIA 

Administrations- 

och informations-

verktyg för 

verksamhet på 

fritidsgårdar, 

Ungdomsappen 

Uppgifter om barn är 

extra skyddsvärda.  

Behandling av 

känsliga 

personuppgifter utan 

laglig grund, risk för 

profilering, 

leverantör behandlar 

kommunens 

personuppgifter för 

egna syften samt ev. 

tredjelandsöverföring 

av personuppgifter. 

   

Med tänke pä  den omfättände verksämhet som kommunen inklusive Hyltebostä der bedriver och den 

utveckling som sker genom digitälisering äv diverse processer, i vilkä personuppgifter oftäst fo rekommer, 

borde det totälä äntälet tro skelänälyser och DPIA värit betydligt ho gre. Det ä r dä rfo r viktigt ätt kommunen 

verkär fo r ätt fä  in tro skelänälyser och DPIA i befintligä processer info r utveckling och upphändling äv nyä 

IT-system och tjä nster.  

2.2.2 Biträ desrelätioner och ävtäl 
 

Som en fo ljd äv ätt nyä system och tjä nster upphändläs, sä  uppstä r oftäst behov äv ätt teckna biträdesavtal 

i de fäll externä pärter ä r involveräde i hänteringen äv kommunens dätä pä  nä got sä tt. Dätäskyddsombudet 

ger oftä rä d i ä renden om biträ desävtäl - om sä dänä beho vs eller inte,  vem som ä r personuppgiftsänsvärig, 

vem som ä r biträ de och vilkä som ä r underbiträ den. Frä gor kopplät till dettä omrä de ländär mä ngä gä nger i 

ätt en mindre utredning mä ste go räs. I den fo rso ker män kärtlä ggä vem som ä r änsvärig fo r väd, vem 

bestä mmer ä ndämä l och medel fo r behändlingen äv personuppgifter, hur ser flo denä äv informätion/ 

personuppgifter ut mellän bero rdä pärter osv. Antäl ä renden om biträ desävtäl som dätäskyddsombudet 

bistä tt i vär tre (3) under 2024.   
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2.2.3 Personuppgiftsincidenter 

Ett ännät omrä de jäg som dätäskyddsombud involveräs i ä r rä d och sto d, om verksämheternä vill och 

beho ver det, vid misstä nktä personuppgiftsincidenter. A ven registreräde, tex kommuninvä näre, kän 

kontäktä mig direkt vid misstänke om incidenter som tex. dätäinträ ng. Incidenter ä r hä ndelser dä r enskildä 

riskerär ätt dräbbäs äv negätivä konsekvenser pä  grund äv ätt deräs personuppgifter inte hänteräts korrekt 

eller inte skyddäts tillrä ckligt. Dessä hä ndelser ä r verksämheternä skyldigä ätt uppmä rksämmä och hänterä.  

Allvärligä incidenter skä dessutom med kort värsel (inom 72 timmär) räpporteräs till Integritetsskydds-

myndigheten (IMY).  

Under ä ret här jäg bistä tt med hjä lp kring häntering äv tvä  (2) incidenter. I ett fäll händläde det om ätt en 

system- och tjä nsteleveränto r dräbbäts äv en häckerättäck och i det ändrä fället häde en underleveränto r 

gjort en leveräns äv lä kemedel/medicinskä hjä lpmedel till fel person. Totälä äntälet änmä ldä incidenter i 

kommunen 2024 endäst dessä tvä .  

Att en verksämhet uppmä rksämmär och hänterär incidenter ä r i sig ett tecken pä  ätt verksämheten här 

personäl som ä r väksäm och ätt det finns beredskäp fo r ätt tä händ om den hä r typen äv hä ndelser. Det 

innebä r en stor trygghet fo r de registreräde. Räpporteräde och hänteräde incidenter frä n verksämheten ä r 

älltsä  tecken pä  ett fungerände dätäskydd, medän ingä/knäppt nä grä incidenter i en verksämhet som 

hänterär storä mä ngder personuppgifter vä cker frä gor – ä ven om det finns rutiner. Värje hänteräd incident 

leder till ätt dätäskyddet stä rks – bä de i den enskildä situätionen och pä  en o vergripände nivä , eftersom 

ä tgä rder vidtäs fo r ätt fo rebyggä ätt liknände hä ndelser upprepäs. Dä rfo r ä r det viktigt ätt verksämheternä 

regelbundet änälyserär sin incidenthäntering. Grunden till en fungerände räpportering äv incidenter ä r ätt 

go rä begreppet incident kä nd och ä ven kommunicerä hur incidenter skä hänteräs inom orgänisätionen. En 

tydlig och kontinuerlig informätion om dettä kän ges viä intränä t, pä  APT och diverse verksämhetsmo ten. 

 

Skä len till ätt personuppgiftsincidenter uppstä r ä r oftäst den mä nskligä fäktorn.  Orsäken kän nog mä ngä 

gä nger händlä om tidsbrist eller brist pä  uppmä rksämhet nä r män händskäts med personuppgifter, vilket 

exempelvis kän ledä till ätt informätion skickäs till fel mottägäre. Sämtidigt fortsä tter den hä r typen äv 

incidenter ätt fo rekommä ä ven fo r verksämheter som här sto rre vänä och rutin pä  ätt uppmä rksämmä och 

hänterä incidenter. Det tyder pä  ett behov äv ätt jobbä ä nnu mer med ätt stä rkä det tekniskä skyddet sä  ätt 

utrymmet fo r ätt go rä mä nskligä misstäg minskär. Det händlär ocksä  om ätt fortsä ttä vidäreutbildä personäl 

sämt identifierä de orgänisätoriskä situätionernä dä r misstäg uppstä r.  

 

Mä ngä incidenter kän sä gäs uppstä  utänfo r verksämheternäs kontroll och dä  genom ätt externä pärter som 

leveränto rer äv IT-system och IT-tjä nster dräbbäs äv häckerättäcker eller ätt de go r uppdäteringär äv 

systemen som inte ä r riktigt genomtä nktä och dätä gä r fo rloräd eller lä cker ut. Nä r det händlär om externä 

pärter sä  utgo r de oftä biträ den till kommunen i hänteringen äv personuppgifter. Det krä vs ätt kommunen 

redän info r en upphändling äv ett system stä ller kräv pä  informätionssä kerhet och GDPR efterlevnäd äv 

blivände leveränto rer eftersom kommunen blir ytterst änsvärig i egenskäp äv personuppgiftsänsvärig fo r 

den häntering som biträ det go r ä t kommunen. Det ä r oerho rt viktigt ätt det i ävtäl och i biträ desävtäl som 

tecknäs främgä r vilkä kräv kommunen här pä  informätionssä kerhet och personuppgiftshäntering. 
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2.2.4 Rä d om tredjeländso verfo ring och AI-änvä ndning 

Dätäskyddsombudet sä g under 2024 ett behov äv ätt go rä ett fo rtydligände kring väd som gä ller kring 

tredjeländso verfo ring äv personuppgifter. Det resulteräde i ett PM;  ”Information och råd - överföring av 

personuppgifter till tredje land”. Det innehä ller ett äntäl rä d som DSO rekommenderär verksämheternä 

ätt beäktä info r eventuellä tredjeländso verfo ringär generellt men i synnerhet o verfo ringär till USA och det 

eftersom det ä r det vänligäste tredjeländet dit o verfo ring sker eller riskerär ätt ske till.   

Dätäskyddsombuden i Hälländ fick fler och fler signäler under 2024 pä  ätt AI-änvä ndningen bo rjät tä färt i 

kommunernä. Ett äkut behov fänns dä rmed äv ätt tä främ nä gon form äv vä gledning ävseende änvä ndning 

äv AI-teknik. Ombuden ärbetäde dä rfo r tillsämmäns främ vä g-ledningen ”Dataskyddsombudens råd inför 

användning av AI”. Den här skickäts ut till ällä kommunernä (sämtligä PUA - nä mnder och styrelser) i 

Hälländs lä n. Vä gledningen bestä r äv sju rä d om de omrä den som dätäskyddsombuden i Hälländ ser som 

sä rskilt kritiskä fo r ätt kommunen skä kunnä fo renä sin änvä ndning äv AI med ett tryggt dätäskydd; 

1. Anvä nd GDPR som mo jliggo räre 

2. Fo rstä  konsekvensernä och tekniken 

3. Hä koll och kontroll  

4. Anvä nd etäbleräde resurser 

5. Hänterä AI-riskernä 

6. Anvä nd oberoende experter  

7. Anvä nd integritetsvä nlig teknik 

Mä lgruppen fo r rä den ä r ällä som plänerär ätt änvä ndä AI, men frä mst de som ärbetär med utveckling och 

info rände äv ärbetsprocesser dä r AI kän kommä ätt ingä  som verktyg sämt änsvärigä fo r verksämheten och 

de ytterst personuppgiftsänsvärigä dvs nä mnder och styrelser. 

2.3 Diverse ä renden/frä gor  

Dätäskyddsombudet här under ä ret ä ven bistä tt i fem (5) o vrigä ärenden som ro rt frä gor kring regelverket 

och det präktiskä ärbetet kring personuppgiftshäntering. Frä gornä kom frä n medärbetäre inom kommunen. 

Ingä frä gor/ä renden här under 2024 inkommit direkt frä n nä gon registreräd till dätäskyddsombudet.   

 

Dätäskyddsombudet här ä ven deltägit vid nä grä mo ten med ATEA och Microsoft som bl. ä IT-enheten och 

informätionssä kerhetsämordnären häft info r kommunens planerade införande äv M365. Dätäskydds-

ombudet här info r dessä trä ffär gä tt igenom en hel del mäteriäl. 
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3. Sämverkän 

Dätäskyddsombudet här ett nä rä och brä sämärbete med Hylte kommuns informationssäkerhetssam-

ordnare. Kommunens informätionssä kerhetssämordnäre här i sin tur regelbunden kontäkt med 

personuppgiftssämordnärnä och bistä r dem med hjä lp och sto d pä  olikä sä tt. A ven dätäskyddsombudet kän 

hä direktkontäkt med personuppgiftssämordnärnä. DSOs bild ä r ätt informätionssä kerhetssämordnären 

drär ett stort läss i ärbetet med dätäskydd i kommunen. Flerä äv de personuppgiftsänsvärigä nä mndernä/ 

styrelsernä beho ver verkä fo r ätt sjä lvä tä ett sto rre änsvär fo r ärbetet med dätäskydd. Det ä r ju dessutom 

de personuppgiftsänsvärigä med sinä verksämheter som sjä lvä här bä st kunskäp om vilkä personuppgifter 

män hänterär i vilkä sämmänhäng och värfo r och som skä sä kerstä llä ätt GDPRs kräv efterfo ljs. Viljän till och 

behovet äv digitälisering och nyä lo sningär upplever DSO som ho g i Hylte kommun. Dä rmed kommer 

kommunens häntering äv personuppgifter och informätion ätt o kä. Och med tänke pä  de o kände hoten i vä r 

omvä rld i form äv cyberättäcker mot fo retäg och myndigheter, märknädens enormä florä äv diverse digitälä 

verktyg och tjä nster, ä n mer ävänceräde verktyg med komplexä insläg som AI-teknik sä  blir behovet äv ätt 

vä rnä den personligä integriteten sto rre ä n nä gonsin och dä rmed ocksä  behovet äv ytterligäre resurser i 

ärbetet med dätäskydd. Det kommer dessutom mä ngder med nyä kräv pä  myndigheter och orgänisätioner i 

form äv ny lägstiftning som NIS2, AI-Act mm. Kommunledningen beho ver dä rfo r sä krä upp med resurser i 

form äv fler medarbetare som ges utökat utrymme att arbeta med frågorna, tillse ätt det ä r ”rä tt person 

pä  rä tt pläts” väd gä ller dettä ärbete sämt sätsä pä  utbildning inom den nya tekniken och regelverket. 

En gä ng per mä näd trä ffäs samtliga dataskyddsombud för Hallands kommuner och Region Halland. 

Antälet ombud ä r i nulä get sex. Det ä r en vä rdefull sämverkän dä r det diskuteräs äktuellä frä gor och 

ä renden frä n kommunernä och omvä rlden. Frä gor som diskuteräts under 2024 här bländ ännät ro rt 

personuppgiftsänsvär, rä ttsligä grunder och änvä ndning äv AI-teknik.  DSOernä i Hälländ vär ä ven vä rdär fo r 

det storä nä tverket ”DSO i Vä st” i november 2024. Temät vär AI och dätäskydd sämt sämverkän med IMY. 

Vä rdskäpet innebär en hel del ärbete i form äv plänering, tä främ dägordning, hä llä fo redräg och ledä 

diskussioner.  

Nä tverket ”DSO i Väst” bestä r äv cä ett trettiotäl dätäskyddsombud i kommuner och regioner i vä strä 

Sverige. Nä tverket här funnits sedän ä r 2018. I nä tverket finns bä de DSOer som ä r änstä lldä direkt vid 

kommunernä och regionernä och DSOer som ärbetär viä kommunälfo rbund eller privätä fo retäg. 

Tillsämmäns bistä r och gränskär vi cä 400 personuppgiftsänsvärigä värs verksämheter bero r cä 2 miljoner 

registreräde, om inte fler. Vi trä ffäs en gä ng i hälvä ret fo r ätt diskuterä gemensämmä frä gestä llningär och 

lä rä äv värändrä. 

Under 2024 initieräde nä tverket DSO i Vä st en mo jlighet till samverkan med IMY. Undertecknäd 

tillsämmäns med fem ändrä ombud bildäde en ärbetsgrupp fo r ätt tä främ fo rsläg pä  sämverkänsomrä den. 

Fo rsläget skickädes till IMY och de stä llde sig positivä till sämverkän och dä  kring ett äv vä rä fo rsläg som 

händläde om behovet äv ätt tä främ en vä gledning fo r ärbete med behändlingsregister. Arbetsgruppen bjo ds 

in till IMY i Stockholm fo r diskussion kring sämverkän.  Dock resulteräde det inte i ätt en sämverkän 

inleddes.  De ängäv ätt de häde ändrä prioriteringär främo ver ä n det fo rsläg om behändlingsregister som vi 
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häde enäts kring. Arbetsgruppen här dock bestä mt sig fo r ätt nä tverket i vä st sjä lvä ärbetär främ en 

vä gledning fo r behändlingsregister utän sämverkän med IMY. 

Dätäskyddsombudet ä r ocksä  medlem i Forum för Dataskydd (DP-Forum). Forumet ärbetär fo r ätt stä rkä 

dätäskyddsombud och ändrä som ärbetär med eller kommer i kontäkt med dätäskyddsfrä gor. Vidäre lä mnär 

de synpunkter pä  lägfo rsläg, kommenterär äktuellä frä gor i mediä och fo relä ser vid diverse lä rosä ten. 

Forumet ärrängerär lo pände webbinärier, utbildningär, konferenser sämt nä tverksträ ffär fo r sinä 

medlemmär men ä ven fo r icke medlemmär. 

 

Dätäskyddsombudets kontakt med IMY här under ä ret här frä mst bestä tt i nyttjändet äv dess 

upplysningstjä nst,  deltägände vid den ä rligä konferensen som myndigheten änordnär fo r dätäskydds-

ombud,  ett äntäl webbinärier med olikä temän sämt det ovän nä mndä fo rso ket till sämverkän. Ingä 

kontäkter här fo ränletts pä  grund äv nä got ä rende i kommunen som tillsyn eller klägomä l. 

 

4. Kommände ä r  

Grundlä ggände fo r ett funktionellt dätäskydd ä r ätt den personuppgiftsänsvärige, dvs respektive nä mnd och 

styrelse, här koll pä  sin behändling och dä  pä  vilkä personuppgifter som behändläs och pä  ällt det som go rs 

med dem inom det egnä änsvärsomrä det. Dettä skä dekläreräs i ett register, ett sä  källät behandlings-

register, enligt ärtikel 30 i GDPR. Registret fä r inte värä utformät hur som helst utän det skä värä lä tt ätt 

utlä sä väd behändlingen bestä r i utifrä n de kräv som GDPR stä ller pä  registrets innehä ll.  

Om det finns betydände brister i registret ä r det svä rt ätt bedrivä ett brä ärbete med dätäskydd. Ett komplett 

och korrekt register utgo r grunden fo r ett främgä ngsrikt GDPR-ärbete. Utifrä n ätt DSO gjort en snäbb 

inventering äv registren i de tre kommunernä sä  främkom ätt registren inte ä r komplettä i dägslä get.  Dä räv 

bedo mdes det lä mpligt ätt genomfo rä en gränskning äv dessä. 

Gränskningen äv behändlingsregistren i Hylte ä r ävslutäd och resultäten ifrä n den presenteräs under ävsnitt 

fem (5) i dennä räpport. I kommunernäs verksämhet ä r det oftäst personuppgiftssämordnären, pus, fo r 

värje nä mnd/styrelse som sämordnär ätt registret upprä ttäs älternätivt ätt pus upprä ttär registret sjä lv. 

DSO konstäteräde brister i registren och rekommenderär dä rfo r verksämheternä ätt under resterände delen 

äv ä ret fokuserä pä  ärbetet med dessä. 

I o vrigt kommer ombudet hä fortsatt fokus på tredjelandsöverföring och då i synnerhet på 

överföringar till USA. Det pgä. ätt den nyä presidenten och häns ädministrätion pä bo rjät en o versyn äv 

tidigäre beslut (presidentordrär) tägnä äv president Biden vilkä ro r nätionell sä kerhet. EU-US Dätä Priväcy 

Främework beslutädes äv EU-kommissionen ä r 2023 och det fo r ätt ä terigen mo jliggo rä o verfo ring äv 

personuppgifter till mottägäre i USA, sä rskilt leveränto rer äv molntjä nster och det efter ätt Priväcy Shield, 

som tidigäre utgjort mo jlighet ätt o verfo rä personuppgifter till USA, ogiltigfo rkläräts ä r 2020 genom 

Schrems II-mä let. Leveränto rer äv populä rä molntjä nster, dä ribländ Microsoft, Google och Amäzon, 

änvä nder idäg regelbundet EU-US Dätä Priväcy Främework som rä ttslig grund fo r o verfo ring äv 
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personuppgifter till USA. Men dä  Trumps o versyn ä ven omfättär sä dänä presidentordrär som ligger till 

grund fo r EU-US Dätä Priväcy Främework kän dettä innebä rä slutet fo r rämverket, det finns älltsä  en risk fo r 

en Schrems III. Det leder ä terigen till ätt o verfo ring till USA inte blir mo jlig/läglig. Och det fo r ätt det 

kommer finnäs mo jlighet och o käd risk fo r ätt ämerikänskä myndigheter och underrä ttelsetjä nster 

vidäreutnyttjär personuppgifternä fo r sinä egnä ä ndämä l och dä rmed utom kontroll fo r de 

personuppgiftsänsvärigä och de enskildä individernä.  

Mot bäkgrund äv den snäbbä utvecklingen i omvä rlden och ombudets iäkttägelser i o vrigt äv kommunens 

verksämheter under det gä ngnä ä ret, sä  blir ä ven ett ännät specifikt riskomrä de sä rskilt vä sentligt ätt fo ljä 

och hä beredskäp fo r ätt ge rä d och sto d inom, och det ä r integritetsskydd i samband med kommunens 

digitaliserings- och innovationsarbete där AI kommer vara en stor del. Fokus blir dä rmed ätt hä 

beredskäp fo r ätt uppmä rksämmä risker tidigt i ärbetet sä  ätt kommunen inte bygger in integritetsfäror i sin 

strä vän ätt drä nyttä äv nyä tekniker och ärbetssä tt. Bedo mningen ä r ätt efterfrä gän pä  rä d vid konsekvens-

bedo mningär kommer ätt o kä. Det ä r viktigt ätt bero rdä sä tter sig in i ällä nyä regelverk bl. ä AI-Act, som 

info rs grädvis och skä värä helt info rd under 2027.   

 

Under ho sten kommer DSOernä i Hälländ ätt hä llä en utbildning i hur man arbetar med risk- och 

konsekvensbedömningar, DPIA. Mä lgruppen ä r sämtligä kommuners dätäskyddskontäkter/person-

uppgiftssämordnäre sämt änstä lldä som ärbetär med digitälisering, utveckling och IT. Ombuden ser en 

mo jlighet ätt bidrä till ätt kommunernä drär nyttä äv dätäskyddsärbetet, bl. ä genom o käd kunskäp om 

ärbetet med DPIA, och det fo r ätt omstä llningsärbetet med ätt bli mer digitäl, innovätiv och dätädriven, skä 

bli integritetsvä nligt och dä rmed hä llbärt fo r främtiden. 

 

5. Resultät frä n gränskning äv behändlingsregistren 

5.1 Syftet med granskningen 

Grundläggande för ett funktionellt dataskydd är att den personuppgiftsansvarige, dvs respektive nämnd och 

styrelse, har koll på sin behandling och då på allt det som görs med personuppgifterna inom det egna 

ansvarsområdet. Detta ska deklareras i ett register, ett så kallat behandlingsregister, enligt artikel 30 i GDPR. 

Registret får inte vara utformat hur som helst utan det ska vara lätt att utläsa vad behandlingen består i 

utifrån de krav som GDPR ställer på registrets innehåll.  

Behandlingsregistret är det sätt som den personuppgiftsansvarige deklarerar ändamål och medel för sin 
behandling samt ger information om vad som är okej att göra med personuppgifter i den aktuella 
verksamheten. Behandlingsregistret bör skötas av någon som är särskilt kunnig i dataskyddsfrågor och som 
kontinuerligt vakar över att de behandlingar som görs och förtecknas i registret är lagliga. I Hylte kommun 
är det oftast personuppgiftssamordnaren, pus, för varje nämnd som samordnar att registret upprättas 
alternativt att pus upprättar registret själv. Registret bör fastställas vid jämna mellanrum. 

All personal som hanterar personuppgifter behöver veta vad de får behandla personuppgifter för och inom 
vilka ramar. Därför kan det vara bra att den ansvarige för registret regelbundet lämnar information om de 
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behandlingar som görs alternativt att registret är publicerat. Ett väl underhållet och tydligt beskrivet 
behandlingsregister underlättar också att ge korrekt och tydlig information till de registrerade.  

En förutsättning för att påvisa efterlevnad av GDPR är att nämnden vet vilken information denne hanterar. 
Om det finns betydande brister i förteckningen är det svårt att bedriva ett bra arbete med dataskydd. Alla 
personuppgifter som hanteras av en nämnd eller styrelse måste vara kända för att kunna bli hanterade 
korrekt enligt GDPRs krav.   

5.2 Metod fo r gränskningen 

I Hylte kommun änvä nder män ett verktyg frä n leveränto ren Vismä Dräftit fo r upprä ttändet äv behändlings-

register. Kommunens personuppgiftssämordnäre och informätionssä kerhetssämordnäre ärbetär i systemet. 

DSO här ocksä  tillgä ng till verktyget och här gränskät behändlingärnä genom ätt direkt i verktyget lä mnä 

synpunkter och kommentärer. En o vergripände sämmänfättning o ver gränskningens resultät ges nedän. 

 

Det totälä äntälet registreräde behändlingär fo r kommunen vär cä trehundrä (300) nä r DSO pä bo rjäde 

gränskningen i dec 2024. Antälet register med stätus ”klärä fo r gränskning” (en stätusbenä mning som den 

som ä r änsvärig fo r en behändling kän noterä i verktyget) vär dä  femtiofem (55). Det fänns tvä hundrä-

trettionio (239) behändlingär stätus ängiven till ” under beärbetning”. DSO tog inte hä nsyn till ängiven 

stätusnivä  vid sin gränskning och gränskäde inte heller ällä behändlingärnä utän gjorde ett urväl delvis 

bäserät pä  en bedo mning äv vilkä behändlingär som kän utgo rä ho griskbehändlingär men dels ä ven utifrä n 

ännät i registret som äv olikä änledningär vä ckte ett intresse ur gränskningssynpunkt. Totält här DSO 

gränskät lite mer ä n hä lften äv Hylte kommuns trehundrä ( 300 ) behändlingär. 

   

Fo r bärn- och ungdomsnä mnden, BUN, ländäde det i ätt det i princip blev en totälgränskning äv deräs 

sämtligä trettiosju (37) behändlingär. Anledningen till det, berodde pä  ätt den nä mnden vär den fo rstä som 

DSO bo rjäde ätt gränskä och som DSO pro väde olikä ärbetssä tt pä  fo r gränskningen. Med änledning äv det 

här DSOs synpunkter pä  BUNs behändlingär till sto rstä delen lä mnäts o ver till BUN pä  listor utänfo r 

verktyget Dräftit.   

5.3 Resultät, rekommendätion och ävslutände kommentär 

Respektive änsvärig fo r behändlingärnä här direkt i verktyget fä tt ä terkoppling vid de ävsnitt i registret dä r 

dätäskyddsombudet bedo mer ätt nä gon form äv komplettering, revidering eller fo rtydligände beho vs. 

 

Under ävsnitt 5.3.1 hä r i räpporten ges en sämmänfättning äv resultäten frä n gränskningen sämt slutsäts 

och rekommendätion. 

5.3.1 Resultät och rekommendätion 
Det finns betydände brister i Hylte verksämheters dokumentätion äv behändlingär. Dätäskyddsombudet 

bedo mer ätt det finns ett omfättände ärbete ätt go rä fo r ätt levä upp till kräven i ärtikel 30 i GDPR. De flestä 

äv behändlingärnä här män inte sett o ver sedän de gjordes och det runt ä ren 2018 – 2019, dvs i sämbänd 
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med ätt den nyä dätäskyddslägstiftningen info rdes. Presentätionen äv resultäten go rs nedän under ett äntäl 

omrä den utifrä n väd ett behändlingsregister skä bestä  äv enligt GDPR. 

Ändamålen med behandlingen  

Enligt ärtikel 30.1b i GDPR skä behändlingsregistret innehä llä ä ndämä len med behändlingen. Av GDPR:s 

grundlä ggände principer (ärtikel 5.1b i GDPR) främgä r ätt personuppgifter endäst fä r behändläs fo r 

sä rskildä, uttryckligt ängivnä och berä ttigäde ä ndämä l. Det betyder ätt uppgifternä mä ste värä ädekvätä och 

releväntä fo r ä ndämä len, och ätt de inte fä r värä mer omfättände ä n no dvä ndigt. A ndämä let med en 

behändling skä värä tydligt, konkret och specifikt. Med ändrä ord - den registreräde, dätäskyddsombudet, 

eller tillsynsmyndigheten skä kunnä lä sä ä ndämä lsbeskrivningen och, utän ytterligäre kä nnedom om 

verksämheten, kunnä fo rstä  värfo r uppgifternä beho ver sämläs in och till väd de skä änvä ndäs. 

 

A ndämä len i de register som gränskäts ä r oftä otydligä och fo r kortfättäde - beskrivningärnä ä r ibländ sä  

kortfättäde ätt det helt enkelt inte gä r ätt utlä sä väd som ävses och ibländ kän män inte utlä sä den direktä 

kopplingen till värfo r personuppgifter ens behändläs.  

 

Mä ngä gä nger likstä ller män ett helt system med en behändling, nä r män i stä llet skä hä fokus pä  värfo r och 

till väd en häntering äv personuppgifter skä ledä till - dvs vilket ä r ä ndämä let/syftet? Och dä rigenom visär 

det sig ätt ett system mä ngä gä nger innehä ller flerä olikä behändlingär med olikä syften. I behändlings-

registren finns det dä rmed behändlingär som nämnges med systemnämn (behändlingsregistren blir helt 

enkelt en systemfo rteckning) medän det i ändrä fäll finns behändlingär som utgo rs äv ett endä dokument 

med personuppgifter vilket ä r en ono digt liten behändling ätt registrerä. En sä dän ”liten” behändling bo r i 

stä llet kunnä fo räs in i en mer o vergripände/sto rre behändling. I Hylte kommuns register o ver behändlingär 

finns det behändlingär som benä mns nyckelskä p, brändsä kert ärkivskä p, blänketter, pä rm, Plätinä 

(systemets nämn),  kä nsligä personuppgifter, semesterlistor, schemän, beredskäpslistor och liknände.  

Mä ngä verksämheter här formulerät sinä ä ndämä l med utgä ngspunkt i väd män go r med uppgifternä 

och/eller hur män behändlär uppgifternä, dvs verksämhetens ärbetsprocess. Dettä missär dock mä let 

eftersom ä ndämä let utgä r ifrä n värfo r personuppgifter beho ver behändläs. I offentlig verksämhet här dettä 

värfo r i mä ngä personuppgiftsbehändlingär sin grund i den lägstiftning som reglerär verksämheten. Sä  ett 

tips till verksämheternä ä r dä rfo r ätt utgä  ifrä n de lägkräv och de uppdräg som orgänisätionen här ätt 

fo rhä llä sig till och formulerä sinä ä ndämä l utifrä n dem. Det känske inte älltid fungerär, men det ä r en brä 

utgä ngspunkt. Sen ä r det ju inte helt fel ätt hä sin utgä ngspunkt i ärbetsprocesser som bedrivs, men glo m dä  

inte bort ätt fokuserä pä  mä let med ärbetsprocessen. Män kän ä ven fä  lite ledning frä n dokument-

hänteringspläner/informätionshänteringspläner kring vilkä personuppgifter som kän tä nkäs behändläs i 

verksämheternä och dä refter underso kä väd ä ndämä let ä r. Och finns en systemfo rteckning, jä dä  kän det 

bidrä med input till behändlingsregistret. Det händlär helt enkelt om ätt skäffä sig kunskäp om 

verksämheten – väd go r män och väd skä det ledä till. 

Beskrivning av kategorierna av registrerade och av kategorierna av personuppgifter 

Nä got som dätäskyddsombudet noterät ä r ätt män oftä missär väd som rä knäs som personuppgift. Med 

personuppgifter ävses värje upplysning som ävser en identifieräd eller identifierbär fysisk person. 
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Avgo rände ä r ätt uppgiften, enskilt eller i kombinätion med ändrä uppgifter, direkt eller indirekt, kän knytäs 

till en levände person. Ett exempel - en fäkturä med medärbetäres nämn pä  kommer frä n fo retägshä lso-

vä rden – i det fället ä r det inte bärä nämnet som ä r en personuppgift. Att en medärbetäre värit hos 

fo retägshä lsovä rden indikerär ätt den änstä llde här problem med hä lsän. Dä rmed behändläs ju ytterligäre 

en personuppgift och som dä rmed skä änges i registret, ”uppgift om hä lsä”, uto ver uppgift om nämn. 

Enligt ärtikel 30.1c i GDPR skä behändlingsregistret innehä llä en beskrivning äv kätegoriernä äv 

registreräde och äv kätegoriernä äv personuppgifter. Det skä älltsä  främgä  vilkä uppgifternä ä r, vilkä de 

registreräde (de värs personuppgifter män hänterär) ä r och hur de reläterär till värändrä, det vill sä gä 

kopplingen mellän de registreräde och de uppgifter som behändläs. 

Dätäskyddsombudet kän konstäterä ätt de gränskäde verksämheternä generellt här fyllt i kätegorier äv 

registreräde och kätegorier äv personuppgifter i behändlingsregistret. Men det beskrivs sä llän vilkä 

personuppgifter som behändläs fo r vilken kätegori äv registreräde (i de fäll flerä kätegorier äv registreräde 

änges). Vidäre beskrivs kätegori äv registreräde oftä bristfä lligt. I stä llet fo r ätt skrivä ”änstä lldä” sä  skulle 

verksämheten tex kunnä skrivä ”änstä lldä händlä ggäre som här till ärbetsuppgift ätt händlä ggä ä renden om 

ekonomiskt bistä nd” osv. Detsämmä gä ller fo r beskrivning äv kätegoriernä äv personuppgifter. Att enbärt 

änge kätegorier äv personuppgifter som exempelvis ”kontäktuppgifter” ger inte svär pä  vilkä 

personuppgifter som behändläs. Kontäktuppgifter skä dä rfo r beskriväs genom ätt exäkt änge vilkä dessä ä r, 

som nämn, ädress, e-post, telefonnummer osv.  

Kategorier av mottagare 

I ärtikel 30.1d i GDPR änges ätt behändlingsregistret skä innehä llä uppgift om de kätegorier äv mottägäre 

till vilkä personuppgifternä här lä mnäts eller skä lä mnäs ut, inklusive mottägäre i tredjelä nder eller i 

internätionellä orgänisätioner. I ärtikel 4.9 i GDPR definieräs begreppet mottägäre. Mottägäre kän värä en 

fysisk eller juridisk person, offentlig myndighet, institution eller ännät orgän till vilket personuppgifternä 

utlä mnäs, väre sig det ä r en tredje pärt eller inte. Ett fo rtydligände äv väd som ävses med ”mottägäre till 

vilkä personuppgifternä lä mnäs ut” ländär i ätt de män ävser helt enkelt ä r den/de som här tillgä ng till/ges 

tillgä ng till uppgifternä pä  nä got sä tt. Ett personuppgiftsbiträ de ä r en mottägäre, liksom underbiträ den och 

under-underbiträ de. A ven de funktioner/roller som behändlär uppgifter inom en personuppgiftsänsvärigs 

orgänisätion/nä mnd/fo rvältning trä ffäs äv begreppet mottägäre.  

 

Dätäskyddsombudet konstäterär ätt det finns brister i verksämheternäs dokumentätion äv mottägäre. I 

mä ngä fäll säknäs ocksä  uppgift om det finns personuppgiftsbiträ den och dä  ä ven i sä dänä fäll dä r det ä r 

uppenbärt ätt den behändling som beskrivs utfo rs med hjä lp äv personuppgiftsbiträ den. Likäsä  säknäs 

uppgift om det finns biträ desävtäl. 

Överföring av personuppgifter till tredjeland  

Av ärtikel 30.1e i GDPR främgä r ätt behändlingsregistret skä innehä llä informätion om, i tillä mpligä fäll, 

o verfo ringär äv personuppgifter till ett tredjeländ eller en internätionell orgänisätion, inbegripet 

identifiering äv tredjeländet eller den internätionellä orgänisätionen och, vid sä dänä o verfo ringär som ävses 

i ärtikel 49.1 ändrä stycket, dokumentätion äv lä mpligä skyddsä tgä rder. 
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Dätäskyddsombudet noterär ätt verksämheternä oftä svärär vet ej pä  frä gän om tredjeländso verfo ring 

fo rekommer. Om det ä r sä  ätt nä gon del äv behändlingen, hur ringä den ä n ä r, genomfo rs med hjä lp äv ett 

biträ de eller underbiträ de i tredje länd, sä  skä den dokumenteräs i behändlingsregistret – det vill sä gä 

vem/vilkä biträ den behändlär personuppgifter, värfo r och vär. 

Tidsfrister för radering  

I ärtikel 30.1f i GDPR änges ätt den personuppgiftsänsvärige skä, om det ä r mo jligt, änge de fo rutseddä 

tidsfristernä fo r rädering äv de olikä kätegoriernä äv uppgifter.  

Efter ätt hä gränskät verksämheternäs behändlingsregister vill dätäskyddsombudet sä rskilt fo rtydligä ätt 

ärtikel 30.1f fo reskriver ätt det ä r tidsfristernä som skä änges. Det ä r inte tillrä ckligt ätt änge ätt gällrings-

beslut finns, eller ätt det främgä r äv en dokumenthänteringsplän hur lä nge uppgifternä kommer späräs. Ett 

sä dänt fo rfärände uppfyller inte krävet om ätt änge tidsfrister i registret, utän informerär endäst om ätt 

tidsfrister finns. 

Allmän beskrivning av tekniska och organisatoriska säkerhetsåtgärder 

Dätäskyddsombudets sämläde bedo mning efter genomfo rd gränskning äv de utväldä verksämheternä ä r ätt 

beskrivningen äv tekniskä och orgänisätoriskä sä kerhetsä tgä rder genomgä ende ä r bristfä llig. I mä ngä fäll 

säknäs beskrivningen helt. Det ä r inte no dvä ndigt ätt ä terge ällä rutiner eller ä tgä rder som tägits främ fo r ätt 

sä kerstä llä korrekt behändling, utän bärä de som hä nfo r sig till behändlingens sä kerhet i enlighet med 

kriteriernä i ärtikel 32.1. 

Rättslig grund och motivering 

Dokumentätion äv en behändlings rä ttsligä grund, motivering äv den rä ttsligä grunden och hä nvisning till 

sto det fo r den rä ttsligä grunden i behändlingsregistret ä r inget kräv enligt ärtikel 30 i GDPR. Den rä ttsligä 

grunden ä r dock sjä lvä fo rutsä ttningen fo r ätt lägligen fä  behändlä personuppgifter och ällä behändlingär 

mä ste sto djäs pä  en äv de rä ttsligä grundernä i GDPR. Utän en rä ttslig grund ä r behändlingen inte läglig. I 

Dräftits verktyg finns läglig grund med som en obligätorisk punkt ätt besvärä, vilket ä r mycket brä.  

 

Dätäskyddsombudet noterär i sin gränskning ätt verksämheternä här svä rt ätt ävgo rä vilken rä ttslig grund 

som gä ller fo r ätt fä  utfo rä en behändling äv personuppgifter. Alltfo r oftä änger män sämtycke som läglig 

grund. Dennä grund ä r som regel inte tillä mpbär inom offentlig verksämhet och det här bl. ä ätt go rä med ätt 

de värs personuppgifter som hänteräs, de stä r oftä i nä gon form äv beroendestä llning till kommunen/ 

nä mnden/ styrelsen. Att dä  ä beropä sämtycke som läglig grund i en sä dän situätion dä r det rä der ett 

ojä mlikt fo rhä llände mellän pärternä, det ä r inte tillä mpbärt. Ett sämtycke skä dessutom värä frivilligt och 

kunnä ä tertäs och det ä r sä llän frivilligt ätt som enskild lä mnä diverse personuppgifter till en kommun/ 

myndighet.  

 

Den lägligä grund som oftäst ä r äktuell utifrä n GDPR fo r offentlig verksämhet ä r ällmä nt intresse och 

myndighetsuto vning. I de fällen mä ste det som en fo ljd ocksä  finnäs ett uttryckligt sto d i svensk lägstiftning 

fo r hänteringen. Sto det i svensk lägstiftning finns mä ngä gä nger i verksämhetens specifikä lägstiftning som  
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t ex sociältjä nstlägen, skollägen, plän- och bygglägen, kommunällägen, i ett kommunält reglemente, 

kollektivävtäl osv. Det händlär älltsä  om ätt hä en god kä nnedom om vilket regelverk som styr den egnä 

verksämheten i vilken behändlingen äv personuppgifternä fo rekommer. Dätäskyddsombudet noterär ätt 

verksämheternä oftä brister i kunskäp kring det egnä regelverket och ätt män inte änger det nätionellä 

lägsto det i registret. 

5.3.2 Avslutände kommentär 

Att fo rstä  och tillä mpä de olikä leden i ärtikel 30.1 GDPR om behändlingsregister, ä r inte sä  enkelt som det 

kän uppfättäs vid en fo rstä änblick och det ä r nä got som blivit tydligt i sämbänd med genomfo rd gränskning. 

Dätäskyddsombudet bedo mer ätt det finns ett omfättände ärbete ätt go rä fo r ätt levä upp till kräven i ärtikel 

30 i GDPR. Kunskäpen om regelverket och hur präktiskt ärbetä med behändlingsregistret ä r ho gre idäg ä n 

2018-2019 dä  behändlingärnä fo rtecknädes. Sä  fo rutsä ttningärnä fo r ärbetet utifrä n den äspekten bo r värä 

bä ttre men dä  mä ste verksämheternä ävsä ttä resurser i form äv tid och personer som kän ärbetä med 

behändlingsregistren sä  ätt de lever upp till GDPRs kräv. Ett komplett behändlingsregister utgo r ä ven ett 

vä rdefullt sto d i det fortsättä ärbetet med dätäskydd. Ett behändlingsregister som uppfyller kräven ä r ocksä  

en fo rutsä ttning fo r ätt kunnä uppfyllä informätionsplikten och behändlä personuppgifter pä  ett o ppet sä tt 

gentemot de registreräde, ätt hänterä de registrerädes rä ttigheter sä som rä tten till tillgä ng (registerutdräg), 

rä tten till rä ttelse och rä tten ätt go rä invä ndningär. 

 

Grunden till ett brä dätäskyddsärbete ä r ätt ha kännedom om verksamhetens personuppgifts-

behandlingar, fo r ätt dä refter kunnä omvändlä dessä till tydligä, konkretä och specifikä ä ndämä l. Dettä 

krä ver god kä nnedom om den egnä orgänisätionen och om de lägär och regler som styr verksämhetens 

ärbete. Det krä vs resurser, kunskäp och deltägände frä n de personer som direkt ärbetär i kä rnverksämheten 

inom respektive verksämhetsomrä de i den egnä orgänisätionen. Uto ver den kunskäp som kä rnverk-

sämheten här, krä vs ä ven kunskäper i GDPR. Dä rtill krä vs ett ärbete fo r ätt gä  igenom befintligä ävtäl fo r ätt 

kunnä bedo mä om det fo rekommer nä gon tredjeländso verfo ring, genomgä ng äv gällringsbeslut fo r ätt 

kunnä preciserä lägringstidernä pä  ett sä tt som uppfyller kräven, fo rtydligä vilkä de registreräde ä r och vilkä 

personuppgifter som behändläs om respektive kätegori registreräde sämt ätt identifierä fäktiskä mottägäre, 

bä de internt och externt. 

 

Fo r ätt kunnä omhä ndertä dätäskyddsombudets rekommendätioner bo r ärbetet med behändlingsregistret 

hä ho g prioritet inom sämtligä nä mnder/styrelser med fo rvältningär under resterände delen äv ä r 2025. 

 

Jessicä Kärlsson, dätäskyddsombud fo r kommunernä Fälkenberg, Läholm och Hylte 
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