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Sammanfattning

Den hér rapporten handlar om dataskyddsombudets arbete och samlade iakttagelser av arbetet med
data- och integritetsskyddet i Hylte kommun under 2024. I rapporten finns ocksa ett avsnitt med
redogorelse for resultat av den granskning som gjorts av behandlingsregistren. Malgrupp for denna
rapport dr framst de personuppgiftsansvariga nimnderna och styrelserna inom kommunen men dven
de som aktivt arbetar med fragorna eller som pa nagot sitt berdrs av omradet i sitt arbete. Rapporten
omfattar foljande personuppgiftsansvariga i Hylte kommun; kommunstyrelsen, tillsynsndmnden, barn-
och ungdomsndmnden, samhéllsbyggnadsndamnden, kultur- och folkhdlsondmnden, omsorgsndmnden
samt Stiftelsen Hyltebostédder.

Ett generellt rad till samtliga personuppgiftsansvariga ar att i hogre grad lyfta in och integrera
dataskyddet i lednings- och utvecklingsfradgorna och att aktivt resursfordela och folja upp arbetet.

Om dataskyddsombudet ska peka pa ndgra mer specifika omraden dar det finns utvecklingspotential, sa
ar det omradet troskelanalyser och risk- och konsekvensbedémningar, DPIA. Arbetet med DPIA ska
goras innan en behandling paborjas av personuppgifter och/eller innan en upphandling av exempelvis
ett nytt IT-system paborjas. Och det for att dels sdkerstilla att det man tianker gora med person-
uppgifterna ar lagligt, lampligt och nddvandigt. Bedomningen bidrar dels ocksa med underlag till krav
som behover stillas pa en leverantor av ett system vad géller till exempel sdkerhetsnivan i systemet och
hos leverantoren. Dataskyddsombudet bedomer att alldeles for fa troskelanalyser och DPIA gors i Hylte
kommun sett i relation till den stora mangd personuppgifter som hanteras och den
verksamhetsutveckling/digitalisering som pagar.

Verksamheterna behover ocksa skaffa sig en djupare kunskap om vad som raknas som personuppgifter
(nagot som framkom tydligt i granskningen av behandlingsregistren). Med personuppgift avses varje
upplysning som avser en identifierad eller identifierbar fysisk person. Avgérande ar att uppgiften,
enskilt eller i kombination med andra uppgifter, direkt eller indirekt, kan knytas till en levande person.

Vidare maste verksamheterna bli battre insatta i vad en personuppgiftsincident ar fér ndgot och att de
ska anmadlas, utredas och dokumenteras enligt interna rutiner. Ibland ska de d&ven anmalas till IMY,
Integritetsskyddsmyndigheten.

Dataskyddsombudet rekommenderar respektive verksamhets personuppgiftssamordnare att regel-
bundet delta vid ledningsgrupper, ndmnder/styrelser, APT, utvecklingsprojekt osv for att informera och
utbilda inom omradet dataskydd och vad regelverket stiller for krav pa verksamheternas person-
uppgiftshantering.

Granskningen av behandlingsregistren visar pd betydande brister. Det finns finns ett omfattande arbete
att gora for verksamheterna for att leva upp till kraven pa ett behandlingsregister enligt artikel 30 i
GDPR. De flesta av behandlingarna har man inte sett 6ver sedan de gjordes runt dren 2018 - 2019, dvs i
samband med att den nya dataskyddslagstiftningen infordes. Andamélen som anges i de register som
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granskats dr i manga fall otydliga, abstrakta och ospecifika samt att den direkta kopplingen till varfor

personuppgifter behandlas inte gar att forsta.

Vidare har verksamheterna svart att avgora vilken rattslig grund som géller for att fa behandla
personuppgifter. Alltfor ofta anger man samtycke som laglig grund. Denna grund ar som regel inte
tillampbar inom offentlig verksamhet. Beroende pa vilken réttslig grund som aberopas enligt GDPR sa
kravs ofta ocksa att man anger vilket nationellt lagstéd man grundat sin behandling i.

Angivelse av tidsfrister for radering av personuppgifter saknas bitvis, det saknas uppgifter om bitrdden
och om bitrddesavtal dr tecknade samt om det sker nagon tredjelandséverforing av personuppgifter.

Att forsta och tillampa de olika leden i GDPRs artikel 30.1 om behandlingsregister dr inte sa enkelt som
det kan uppfattas vid en forsta anblick och det 4r nagot som blivit tydligt i samband med genomford
granskning. Kunskapen om regelverket och hur praktiskt arbeta med behandlingsregistren ar hogre
idag 4n 2018-2019 da behandlingarna fortecknades. Forutsittningarna for arbetet utifran den aspekten
bor darfor vara battre idag. Men da maste verksamheterna avsatta resurser i form av tid och personer
som kan arbeta med behandlingsregistren. Ett komplett behandlingsregister bidrar till att kommunen
far ett battre stod i det fortsatta arbetet med dataskydd. Intensifieras dessutom arbetet med risk- och
konsekvensbedomningar sa bidrar det ocksa med information till behandlingsregister och bitradesavtal.
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1. Syftet med arsrapporten och granskningen

Syftet med den hir rapporten, forutom att den ocksa ger en bild av dataskyddsombudets arbete och
insatser under dret, dr att underlatta for bide kommunstyrelsen och de olika personuppgiftsansvariga
ndmnderna och styrelserna inom kommunen att fdlja upp och gora ritt prioriteringar for att starka
data- och integritetsskyddet framover. Utover det egenkontrollarbete som varje personuppgiftsansvarig
sjalv behover genomfora for sin verksamhet, blir arsrapporten ett sétt att fa en oberoende blick pa
kommunens status pa dataskyddsarbetet och de utvecklingsbehov som kan finnas pa omradet.

I rapporten finns ocksa ett avsnitt med redogorelse for resultatet av den granskning som gjorts av
behandlingsregistren vilket ocksa kommer bidra med stdd till kommunens fortsatta arbete med
dataskydd.

Rapporten, inklusive granskningen, omfattar f6ljande personuppgiftsansvariga i Hylte kommun;
kommunstyrelsen, tillsynsndmnden, barn- och ungdomsnamnden, samhallsbyggnadsnamnden, kultur-
och folkhdlsondmnden, omsorgsndmnden samt Stiftelsen Hyltebostédder.

1.1 Dataskyddsombudets roll

Uppdraget som dataskyddsombud &r faststallt i GDPR (Allmdnna dataskyddsférordningen/General
Data Protection Regulation, Europaparlamentets och radets forordning (EU) 2016/679 av den 27 april
2016 om skydd for fysiska personer med avseende pa behandling av personuppgifter och om det fria
flodet av sddana uppgifter och om upphéavande av direktiv 95/46/EG). Dar star att dataskyddsombudet
(DSO) sjdlvstandigt och oberoende ska folja och granska personuppgiftshanteringen i férhallande till
bestdmmelserna i GDPR for de verksamheter som DSO ar utsedd att vara ombud for. Dar star ocksa att
DSO ska rapportera iakttagelser till den hogsta ledningen, sd att den som ytterst ansvarar for
verksamheten (den personuppgiftsansvarige) kan vidta atgirder for att stirka data- och integritets-
skyddet. DSO-uppdraget omfattar dven att ge rad och stdd till medarbetare och chefer i den operativa
verksamheten, exempelvis genom information eller rad vid sarskilt riskfylld hantering av person-
uppgifter. Utover GDPR och angriansande bestimmelser som ram for uppdraget, sa ar utgangspunkten
alltid de registrerades perspektiv.

Dataskyddsombudet for Hylte kommun dr 4ven ombud fér kommunerna Laholm och Falkenberg. Det
innebér att dataskyddsombudet bistar och granskar totalt 35 styrelser och ndimnder (bolag inkluderat).

1.2 En fraga om trygghet

Dataskydd ar ett begrepp for allt det som gor att manniskors personuppgifter ar i trygga hander nar de
samlas in, bearbetas, delas, lagras eller hanteras pa annat satt. Det handlar om allt fran att ha ordning
och reda med hjalp av rutiner av olika slag som exempelvis beredskap att hantera risker till att satta
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upp tekniska skyddsatgarder i system och digitala verktyg och att se till att personalen genom sin
uppmarksamhet och kunskap bidrar till att uppratthalla dataskyddet. Bade i det dagliga arbetet och nar
verksamheten utvecklas.

Skyddet ar omfattande och regleras av EU-forordningen GDPR, kompletterat med den svenska
dataskyddslagen och en rad andra bestimmelser inom olika verksamhetsomraden. Dataskydd kan
darfor uppfattas som regeltungt, men ocksa tekniskt och abstrakt eftersom det manga ganger handlar
om fléden av personuppgifter "i kulisserna” till de tekniska verktyg vi anvander.

Men data- och integritetsskyddsfragor ska forst och frimst ses som en trygghetsfraga for dem vars
personuppgifter kommunen hanterar. Fragan har kommit att bli hogaktuell i och med den intensiva
innovativa och datadrivna teknikutvecklingen som sker i samhallet. Omfattningen av personuppgifter
som hanteras har aldrig varit sa stor som den ar idag och mot bakgrund av hoten i var omvarld har den
personliga integriteten darfor heller aldrig varit viktigare att varna.

For att det ska vara hallbart att anvanda digitaliseringens méjligheter och dra nytta av den nya
tekniken, med syftet en bibehallen valfiard och demokrati, maste det alltsd goras pa integritetsvanliga
satt. Dataskyddsperspektivet maste darfor finnas med nar nya arbetssatt utvecklas sa att vi kan lita pa
de digitala tjanster som anvands och utvecklas. Dataskyddsarbetet maste inga som en sjalvklar del néar
nya digitala l6sningar for manniskor tas fram. Inbyggt dataskydd och dataskydd som standard ar
centrala begrepp som vid tjanste-/systemdesign maste fa en sjalvklar paverkan pa de system och
tjdnster som anvands.

Utgdngspunkten i GDPR &r att individens ratt till integritet och skydd for sina personuppgifter ar
viktigare an en organisations behov av att samla in, bearbeta och dela personuppgifter hur som helst.
Den grundlagsskyddade ritten till integritet &r manga ganger ocksa ett led i att tillvarata andra fri- och
rattigheter. Till exempel rorelsefriheten - att inte bli 6vervakad, ratten att fritt bilda asikter och ratten
att inte bli diskriminerad. Det ar i det ljuset som GDPR har kommit till. Fér utan GDPR vore det mer
"fritt fram” att anvdnda vara personuppgifter for sddant som profilering, asiktsregistrering, forfoljelse
och utestiangning samt aktioner for att felaktigt paverka vara uppfattningar och var tillit till samhallet.
Mojligheterna att folja, kartlagga och paverka manniskor 6kar exponentiellt med den nya tekniken.
Information om sjukdomar, funktionsnedsattningar, beteenden, facklig tillhorighet eller andra
integritetskansliga uppgifter kan fa férodande konsekvenser for enskilda om informationen kommer i
fel hander. Eller om det politiska laget fordndras. Med den digitala tekniken och de datamangder som
den genererar om oss manniskor och vara beteenden blir uppgifter om oss och vara preferenser mer
tillgdngliga att anvanda av olika aktdrer for olika &ndamal. Det &r har GDPR kommer in och satter
ramarna sa att tekniken inte ska leda till en insamling och anvandning av personuppgifter som riskerar
att aventyra manniskors grundlaggande fri- och rattigheter i ett demokratiskt samhalle.

1.3 Kommunen har en sarskild roll

Kommunen har med sin sarstéllning, sdsom varnare av sina invanares intressen och demokratin, ett
extra ansvar att mana om ett gott integritets- och dataskydd i sin service och sina ataganden. Alla
anstrangningar som gors kopplat till dataskyddet i kommunen tjanar darfor ett hogre syfte an "bara”
regelefterlevnad och teknisk administrering. Dataskydd handlar framst om ménniskor.
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2. Dataskyddsombudets rad och stod

2.1 Information och utbildning

Dataskyddsombudet ir stdende deltagare pa Hylte kommuns nitverk for personuppgifts-
samordnare (PUS) vilket drivs av kommunens informationssidkerhetssamordnare. Syftet med
natverket dr att underlatta for verksamheterna och skapa samsyn i arbetet med dataskydd. Syftet ar
ocksa att i ett gemensamt forum diskutera diverse fragor kopplat till verksamheternas personuppgifts-
hantering, skapa rutiner for arbetet, omvarldsbevaka, ldra av varandra mm for att fa ett sa effektivt
arbete som mojligt kring dataskyddsfragorna och pa ett kommunévergripande plan. Inriktningen av
natverket gar ocksd emot att dven ticka fragor inom hela informationssikerhetsomradet. PUSarna
arbetar enligt ett faststallt drshjul som bidrar till att sdtta agendan f6r vad som avhandlas vid dessa
natverkstraffar. Natverket har haft fem mdten under aret och bestar av deltagare som arbetar med
dataskydd och som édven delvis paborjat arbetet inom informationssdkerhetsomradet. Natverket bestod
2024 av femton (15) personer/personuppgiftssamordnare och representerade kommunens samtliga
namnder och styrelser.

Pa nétverkstriffarna har dataskyddsombudet en stdende informationspunkt. Informationen bestar av
omvarldsbevakning; vad dr pa gdng inom dataskyddsarbetet i de tre kommunerna som dataskydds-
ombudet arbetar for, nya rattsfall och beslut fran domstolar, Integritetsmyndigheten (IMY) och EU samt
specifik information i ndgot d&mne som dr sarskilt aktuellt eller ren utbildning.

Alla kommunens personuppgiftsansvariga, dvs alla namnder och styrelser, har under aret fatt
besok av dataskyddsombudet tillsammans med kommunens informationssdkerhetssamordnare.
Information gavs om virdet av att arbeta med dataskydd utifran GDPR, risker for dataintrang som kan
innebdra st6ld av information och personuppgifter och hur viktigt det dr att prioritera informations-
sdkerhet bl. a vid inférande av ny teknik. Det gavs dven information om sjdlva regelverket rorande
personuppgifter och informationssdkerhet, om ansvar, roller och hur arbetet med dataskydd bedrivs
inom kommunen.

Dataskyddsombudet har dessutom regelbundna avstimningar med kanslicheferna i Laholm,
Falkenberg och Hylte angdende arbetet med dataskydd som till exempel aktuella risk- och
konsekvensbedémningar, diverse drenden, omvarldsbevakning, arbetsbelastning osv.
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2.2 Rad och rekommendationer

2.2.1 Risk- och konsekvensbedomningar, DPIA

De som dr personuppgiftsansvariga for en kommande/pagdende personuppgiftsbehandling maste
sdkerstdlla och visa att behandlingen f6ljer GDPR.

Av artikel 35.1 i GDPR foljer; "Om en typ av behandling, sirskilt med anvdndning av ny teknik och med
beaktande av dess art, omfattning, sammanhang och dndamal, sannolikt leder till en hég risk for fysiska
personers rattigheter och friheter ska den personuppgiftsansvarige fére behandlingen utféra en
bedémning av den planerade behandlingens konsekvenser for skyddet av personuppgifter” dvs. en risk-
och konsekvensbeddmning, en s.k. DPIA (Data Protection Impact Assessment). For att kunna avgéra om
det kravs en DPIA infor en behandling av personuppgifter utfors forst en s.k. troskelanalys. Den kan da
resultera i att man inte behover ga vidare med en DPIA. Men i de flesta fall resulterar den i att en DPIA
maste goras.

Den som dr personuppgiftsansvarig ar skyldig att fraga sitt dataskyddsombud om rad i samband med
konsekvensbeddmningar. Dataskyddsombudet &r i sin tur ocksa skyldig att ge rad. Under aret har
dataskyddsombudet bistatt verksamheterna i deras arbete med dessa och dessutom ldmnat yttranden
med synpunkter och rdd infér behandlingarna. Under 2024 inkom fyra (4) konsekvensbeddmningar till
dataskyddsombudet. Nedan finns en 6versikt 6ver dessa.

Tabell 1. Hylte kommuns gjorda risk- och konsekvensbedémningar (DPIA) under 2024

Ndmnd/styrelse

Behandling

Kommentar

Samhallsbyggnadsndmnden
DPIA

Samhallsbyggnadsndmnden
DPIA

Behandling av
personuppgifter i
samband med
administration av
renhallnings- och
avfallshanterings-
processen, nytt
system EDP Mobile

Digital felanmalan
gata- och park

[ systemet ingar
positioneringsteknik
vilket mojliggér en
nargangen
6vervakning av
anstallda och medfor
risker for otillborliga
integritetsintrang

Positionsangivelse
moijlig. Det finns dven
risk for onodig
spridning av
personuppgifter
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Samhallsbyggnadsndmnden Digitalt Kansliga uppgifter i

DPIA sprakverktyg for att  form av etnicitet.
stirka utrikesféddas  Aven i 6vrigt
sprakkunskaper, integritetskansliga
Lingio uppgifter behandlas -

som viarderande
information som
omdomen/betyg/
resultat.

Kultur- och folkhilsonimnden Administrations- Uppgifter om barn ar

DPIA och informations- extra skyddsvarda.
verktyg for Behandling av
verksamhet pa kansliga
fritidsgardar, personuppgifter utan
Ungdomsappen laglig grund, risk for

profilering,
leverantér behandlar
kommunens

personuppgifter for
egna syften samt ev.
tredjelandsoverforing
av personuppgifter.

Med tanke pa den omfattande verksamhet som kommunen inklusive Hyltebostdder bedriver och den
utveckling som sker genom digitalisering av diverse processer, i vilka personuppgifter oftast forekommer,
borde det totala antalet troskelanalyser och DPIA varit betydligt hogre. Det ar darfor viktigt att kommunen
verkar for att fa in troskelanalyser och DPIA i befintliga processer infor utveckling och upphandling av nya
IT-system och tjdnster.

2.2.2 Bitradesrelationer och avtal

Som en fdljd av att nya system och tjdnster upphandlas, sa uppstar oftast behov av att teckna bitradesavtal
i de fall externa parter dr involverade i hanteringen av kommunens data pa nagot sétt. Dataskyddsombudet
ger ofta rad i drenden om bitrddesavtal - om sddana behovs eller inte, vem som ar personuppgiftsansvarig,
vem som dr bitrdde och vilka som dr underbitrdden. Fragor kopplat till detta omrade landar manga ganger i
att en mindre utredning maste goras. I den férséker man kartldgga vem som dr ansvarig for vad, vem
bestdmmer dndamal och medel for behandlingen av personuppgifter, hur ser flodena av information/
personuppgifter ut mellan berérda parter osv. Antal drenden om bitrddesavtal som dataskyddsombudet
bistatti var tre (3) under 2024.
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2.2.3 Personuppgiftsincidenter

Ett annat omrade jag som dataskyddsombud involveras i dr rad och stdd, om verksamheterna vill och
behover det, vid misstidnkta personuppgiftsincidenter. Aven registrerade, tex kommuninvanare, kan
kontakta mig direkt vid misstanke om incidenter som tex. dataintrang. Incidenter ar hiandelser dir enskilda
riskerar att drabbas av negativa konsekvenser pa grund av att deras personuppgifter inte hanterats korrekt
eller inte skyddats tillrackligt. Dessa handelser ar verksamheterna skyldiga att uppmarksamma och hantera.
Allvarliga incidenter ska dessutom med kort varsel (inom 72 timmar) rapporteras till Integritetsskydds-
myndigheten (IMY).

Under aret har jag bistatt med hjilp kring hantering av tva (2) incidenter. I ett fall handlade det om att en
system- och tjdnsteleverantor drabbats av en hackerattack och i det andra fallet hade en underleverantor
gjort en leverans av ldkemedel /medicinska hjdlpmedel till fel person. Totala antalet anmadlda incidenter i
kommunen 2024 endast dessa tva.

Att en verksamhet uppmarksammar och hanterar incidenter dr i sig ett tecken pa att verksamheten har
personal som dr vaksam och att det finns beredskap for att ta hand om den hér typen av hdndelser. Det
innebdr en stor trygghet for de registrerade. Rapporterade och hanterade incidenter fran verksamheten ar
alltsa tecken pa ett fungerande dataskydd, medan inga/knappt nagra incidenter i en verksamhet som
hanterar stora mangder personuppgifter viacker fragor - dven om det finns rutiner. Varje hanterad incident
leder till att dataskyddet stirks — bade i den enskilda situationen och pa en 6vergripande niv4, eftersom
atgarder vidtas for att forebygga att liknande hiandelser upprepas. Darfor ar det viktigt att verksamheterna
regelbundet analyserar sin incidenthantering. Grunden till en fungerande rapportering av incidenter ar att
gora begreppet incident kdnd och d&ven kommunicera hur incidenter ska hanteras inom organisationen. En
tydlig och kontinuerlig information om detta kan ges via intranit, pd APT och diverse verksamhetsmoten.

Skailen till att personuppgiftsincidenter uppstar ér oftast den méanskliga faktorn. Orsaken kan nog manga
ganger handla om tidsbrist eller brist pa uppméarksamhet nir man handskats med personuppgifter, vilket
exempelvis kan leda till att information skickas till fel mottagare. Samtidigt fortsatter den har typen av
incidenter att forekomma dven for verksamheter som har storre vana och rutin pa att uppmiarksamma och
hantera incidenter. Det tyder pa ett behov av att jobba 4nnu mer med att starka det tekniska skyddet sa att
utrymmet for att gora manskliga misstag minskar. Det handlar ocksa om att fortsatta vidareutbilda personal
samt identifiera de organisatoriska situationerna ddr misstag uppstar.

Manga incidenter kan sigas uppsta utanfor verksamheternas kontroll och da genom att externa parter som
leverantorer av IT-system och IT-tjdnster drabbas av hackerattacker eller att de goér uppdateringar av
systemen som inte dr riktigt genomtinkta och data gar forlorad eller licker ut. Nar det handlar om externa
parter sa utgor de ofta bitrdden till kommunen i hanteringen av personuppgifter. Det kravs att kommunen
redan infor en upphandling av ett system stéller krav pa informationssidkerhet och GDPR efterlevnad av
blivande leverantorer eftersom kommunen blir ytterst ansvarig i egenskap av personuppgiftsansvarig for
den hantering som bitrddet gor 4t kommunen. Det dr oerhért viktigt att det i avtal och i bitrddesavtal som
tecknas framgar vilka krav kommunen har pa informationssédkerhet och personuppgiftshantering.
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2.2.4 Rad om tredjelandsoverforing och Al-anvandning

Dataskyddsombudet sag under 2024 ett behov av att gora ett fortydligande kring vad som géller kring
tredjelandsoverforing av personuppgifter. Det resulterade i ett PM; “Information och rad - éverforing av
personuppgifter till tredje land”. Det innehdller ett antal rdd som DSO rekommenderar verksamheterna
att beakta infor eventuella tredjelandsoverforingar generellt men i synnerhet 6verforingar till USA och det
eftersom det dr det vanligaste tredjelandet dit dverforing sker eller riskerar att ske till.

Dataskyddsombuden i Halland fick fler och fler signaler under 2024 pa att Al-anviandningen borjat ta fart i
kommunerna. Ett akut behov fanns ddrmed av att ta fram ndgon form av vigledning avseende anvidndning
av Al-teknik. Ombuden arbetade darfor tillsammans fram viag-ledningen "Dataskyddsombudens rad infor
anvindning av Al”. Den har skickats ut till alla kommunerna (samtliga PUA - ndmnder och styrelser) i
Hallands ldn. Vdgledningen bestér av sju rad om de omrdaden som dataskyddsombuden i Halland ser som
sarskilt kritiska for att kommunen ska kunna férena sin anvdandning av Al med ett tryggt dataskydd;

Anvand GDPR som mojliggorare
Forstd konsekvenserna och tekniken
Ha koll och kontroll

Anvind etablerade resurser

Hantera Al-riskerna

Anvand oberoende experter

NS W

Anviand integritetsvanlig teknik

Malgruppen for raden ar alla som planerar att anvdnda Al, men frimst de som arbetar med utveckling och
inférande av arbetsprocesser dar Al kan komma att inga som verktyg samt ansvariga for verksamheten och
de ytterst personuppgiftsansvariga dvs namnder och styrelser.

2.3 Diverse drenden/fragor

Dataskyddsombudet har under dret dven bistatt i fem (5) dvriga drenden som rort fragor kring regelverket
och det praktiska arbetet kring personuppgiftshantering. Fragorna kom fran medarbetare inom kommunen.
Inga fragor/arenden har under 2024 inkommit direkt fran ndgon registrerad till dataskyddsombudet.

Dataskyddsombudet har dven deltagit vid ndgra moten med ATEA och Microsoft som bl. a IT-enheten och
informationssdkerhetsamordnaren haft inféor kommunens planerade inférande av M365. Dataskydds-
ombudet har infor dessa triffar gitt igenom en hel del material.
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3. Samverkan

Dataskyddsombudet har ett ndra och bra samarbete med Hylte kommuns informationssikerhetssam-
ordnare. Kommunens informationssikerhetssamordnare har i sin tur regelbunden kontakt med
personuppgiftssamordnarna och bistdr dem med hjilp och stéd pa olika sétt. Aven dataskyddsombudet kan
ha direktkontakt med personuppgiftssamordnarna. DSOs bild &r att informationssdkerhetssamordnaren
drar ett stort lass i arbetet med dataskydd i kommunen. Flera av de personuppgiftsansvariga nimnderna/
styrelserna behover verka for att sjélva ta ett storre ansvar for arbetet med dataskydd. Det ar ju dessutom
de personuppgiftsansvariga med sina verksamheter som sjilva har bast kunskap om vilka personuppgifter
man hanterar i vilka sammanhang och varfér och som ska sakerstalla att GDPRs krav efterfdljs. Viljan till och
behovet av digitalisering och nya lésningar upplever DSO som hog i Hylte kommun. Ddrmed kommer
kommunens hantering av personuppgifter och information att 6ka. Och med tanke pa de 6kande hoten i var
omvarld i form av cyberattacker mot foretag och myndigheter, marknadens enorma flora av diverse digitala
verktyg och tjdnster, &n mer avancerade verktyg med komplexa inslag som Al-teknik sa blir behovet av att
varna den personliga integriteten storre dn ndgonsin och darmed ocksa behovet av ytterligare resurser i
arbetet med dataskydd. Det kommer dessutom mangder med nya krav pd myndigheter och organisationer i
form av ny lagstiftning som NIS2, Al-Act mm. Kommunledningen behdver dérfor sikra upp med resurser i
form av fler medarbetare som ges utokat utrymme att arbeta med fragorna, tillse att det ar "ratt person
pa ratt plats” vad giller detta arbete samt satsa pa utbildning inom den nya tekniken och regelverket.

En gang per mdnad traffas samtliga dataskyddsombud fér Hallands kommuner och Region Halland.
Antalet ombud ar i nuldget sex. Det ar en vardefull samverkan dér det diskuteras aktuella fragor och
drenden fran kommunerna och omvérlden. Fragor som diskuterats under 2024 har bland annat rort
personuppgiftsansvar, rattsliga grunder och anviandning av Al-teknik. DSOerna i Halland var dven vardar for
det stora natverket "DSO i Vast” i november 2024. Temat var Al och dataskydd samt samverkan med IMY.
Vardskapet innebar en hel del arbete i form av planering, ta fram dagordning, halla féredrag och leda
diskussioner.

Natverket "DSO i Vast” bestdr av ca ett trettiotal dataskyddsombud i kommuner och regioner i véstra
Sverige. Natverket har funnits sedan ar 2018. I nitverket finns bade DSOer som ar anstéllda direkt vid
kommunerna och regionerna och DSOer som arbetar via kommunalférbund eller privata foretag.
Tillsammans bistar och granskar vi ca 400 personuppgiftsansvariga vars verksamheter beror ca 2 miljoner
registrerade, om inte fler. Vi triffas en gang i halvaret for att diskutera gemensamma fragestallningar och
ldra av varandra.

Under 2024 initierade natverket DSO i Vast en mojlighet till samverkan med IMY. Undertecknad
tillsammans med fem andra ombud bildade en arbetsgrupp for att ta fram férslag pa samverkansomraden.
Forslaget skickades till IMY och de stédllde sig positiva till samverkan och da kring ett av vdra forslag som
handlade om behovet av att ta fram en vdgledning for arbete med behandlingsregister. Arbetsgruppen bjods
in till IMY i Stockholm f6r diskussion kring samverkan. Dock resulterade det inte i att en samverkan
inleddes. De angav att de hade andra prioriteringar framéver dn det férslag om behandlingsregister som vi
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hade enats kring. Arbetsgruppen har dock bestamt sig for att natverket i vast sjdlva arbetar fram en

vagledning for behandlingsregister utan samverkan med IMY.

Dataskyddsombudet dr ocksd medlem i Forum for Dataskydd (DP-Forum). Forumet arbetar for att starka
dataskyddsombud och andra som arbetar med eller kommer i kontakt med dataskyddsfragor. Vidare lamnar
de synpunkter pa lagforslag, kommenterar aktuella fragor i media och foreldser vid diverse larosaten.
Forumet arrangerar 16pande webbinarier, utbildningar, konferenser samt natverkstraffar for sina
medlemmar men dven for icke medlemmar.

Dataskyddsombudets kontakt med IMY har under dret har fraimst bestatt i nyttjandet av dess
upplysningstjdnst, deltagande vid den arliga konferensen som myndigheten anordnar for dataskydds-
ombud, ett antal webbinarier med olika teman samt det ovan ndmnda forsoket till samverkan. Inga
kontakter har foranletts pa grund av nagot drende i kommunen som tillsyn eller klagomal.

4. Kommande ar

Grundlaggande for ett funktionellt dataskydd ar att den personuppgiftsansvarige, dvs respektive namnd och
styrelse, har koll pa sin behandling och da pa vilka personuppgifter som behandlas och pa allt det som gors
med dem inom det egna ansvarsomradet. Detta ska deklareras i ett register, ett sa kallat behandlings-
register, enligt artikel 30 i GDPR. Registret far inte vara utformat hur som helst utan det ska vara latt att
utldsa vad behandlingen bestar i utifran de krav som GDPR stéller pa registrets innehall.

Om det finns betydande brister i registret dr det svart att bedriva ett bra arbete med dataskydd. Ett komplett
och korrekt register utgor grunden for ett framgangsrikt GDPR-arbete. Utifran att DSO gjort en snabb
inventering av registren i de tre kommunerna sd framkom att registren inte ar kompletta i dagsldget. Darav
bedémdes det lampligt att genomfora en granskning av dessa.

Granskningen av behandlingsregistren i Hylte ar avslutad och resultaten ifran den presenteras under avsnitt
fem (5) i denna rapport. I kommunernas verksamhet dr det oftast personuppgiftssamordnaren, pus, for
varje ndmnd/styrelse som samordnar att registret upprattas alternativt att pus uppréttar registret sjilv.
DSO konstaterade brister i registren och rekommenderar déarfér verksamheterna att under resterande delen
av aret fokusera pa arbetet med dessa.

[ 6vrigt kommer ombudet ha fortsatt fokus pa tredjelandsoverforing och da i synnerhet pa
overforingar till USA. Det pga. att den nya presidenten och hans administration paborjat en 6versyn av
tidigare beslut (presidentordrar) tagna av president Biden vilka rér nationell sédkerhet. EU-US Data Privacy
Framework beslutades av EU-kommissionen dr 2023 och det for att aterigen mojliggora 6verforing av
personuppgifter till mottagare i USA, sarskilt leverantérer av molntjanster och det efter att Privacy Shield,
som tidigare utgjort mojlighet att 6verfora personuppgifter till USA, ogiltigférklarats ar 2020 genom
Schrems [1-madlet. Leverantorer av populdra molntjdnster, diaribland Microsoft, Google och Amazon,
anvander idag regelbundet EU-US Data Privacy Framework som réttslig grund for éverféring av
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personuppgifter till USA. Men dd Trumps éversyn dven omfattar sddana presidentordrar som ligger till

grund for EU-US Data Privacy Framework kan detta innebdra slutet for ramverket, det finns alltsa en risk for
en Schrems III. Det leder dterigen till att 6verforing till USA inte blir mdjlig/laglig. Och det for att det
kommer finnas mojlighet och 6kad risk for att amerikanska myndigheter och underréttelsetjanster
vidareutnyttjar personuppgifterna for sina egna 4ndamal och diarmed utom kontroll for de
personuppgiftsansvariga och de enskilda individerna.

Mot bakgrund av den snabba utvecklingen i omvarlden och ombudets iakttagelser i 6vrigt av kommunens
verksamheter under det gangna aret, sa blir dven ett annat specifikt riskomrade sarskilt visentligt att folja
och ha beredskap for att ge rad och stod inom, och det dr integritetsskydd i samband med kommunens
digitaliserings- och innovationsarbete dir Al kommer vara en stor del. Fokus blir dirmed att ha
beredskap for att uppmarksamma risker tidigt i arbetet sd att kommunen inte bygger in integritetsfaror i sin
strdvan att dra nytta av nya tekniker och arbetssitt. Bedomningen ar att efterfragan pa rad vid konsekvens-
bedémningar kommer att 6ka. Det dr viktigt att berérda satter sig in i alla nya regelverk bl. a Al-Act, som
infors gradvis och ska vara helt inford under 2027.

Under hosten kommer DSOerna i Halland att hdlla en utbildning i hur man arbetar med risk- och
konsekvensbedémningar, DPIA. Malgruppen dr samtliga kommuners dataskyddskontakter/person-
uppgiftssamordnare samt anstdllda som arbetar med digitalisering, utveckling och IT. Ombuden ser en
moijlighet att bidra till att kommunerna drar nytta av dataskyddsarbetet, bl. a genom 6kad kunskap om
arbetet med DPIA, och det for att omstéllningsarbetet med att bli mer digital, innovativ och datadriven, ska
bli integritetsvanligt och ddrmed hallbart for framtiden.

5. Resultat fran granskning av behandlingsregistren

5.1 Syftet med granskningen

Grundlaggande for ett funktionellt dataskydd ar att den personuppgiftsansvarige, dvs respektive nimnd och
styrelse, har koll pa sin behandling och da pa allt det som gors med personuppgifterna inom det egna
ansvarsomradet. Detta ska deklareras i ett register, ett sa kallat behandlingsregister, enligt artikel 30 i GDPR.
Registret far inte vara utformat hur som helst utan det ska vara latt att utldsa vad behandlingen bestar i
utifran de krav som GDPR staller pa registrets innehall.

Behandlingsregistret dr det satt som den personuppgiftsansvarige deklarerar &ndamal och medel for sin
behandling samt ger information om vad som ar okej att gora med personuppgifter i den aktuella
verksamheten. Behandlingsregistret bor skétas av nagon som ar sarskilt kunnig i dataskyddsfragor och som
kontinuerligt vakar 6ver att de behandlingar som gors och fortecknas i registret ar lagliga. I Hylte kommun
ar det oftast personuppgiftssamordnaren, pus, for varje namnd som samordnar att registret upprattas
alternativt att pus upprattar registret sjlv. Registret bor faststallas vid jdmna mellanrum.

All personal som hanterar personuppgifter behover veta vad de far behandla personuppgifter for och inom
vilka ramar. Déarfor kan det vara bra att den ansvarige for registret regelbundet lamnar information om de
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behandlingar som gors alternativt att registret ar publicerat. Ett vdl underhallet och tydligt beskrivet
behandlingsregister underlattar ocksa att ge korrekt och tydlig information till de registrerade.

En forutsattning for att pavisa efterlevnad av GDPR ar att namnden vet vilken information denne hanterar.
Om det finns betydande brister i forteckningen ar det svart att bedriva ett bra arbete med dataskydd. Alla
personuppgifter som hanteras av en ndmnd eller styrelse maste vara kdnda for att kunna bli hanterade
korrekt enligt GDPRs krav.

5.2 Metod for granskningen

I Hylte kommun anvinder man ett verktyg fran leverantéren Visma Draftit for upprattandet av behandlings-
register. Kommunens personuppgiftssamordnare och informationssdakerhetssamordnare arbetar i systemet.
DSO har ocksa tillgang till verktyget och har granskat behandlingarna genom att direkt i verktyget ldmna
synpunkter och kommentarer. En évergripande sammanfattning éver granskningens resultat ges nedan.

Det totala antalet registrerade behandlingar for kommunen var ca trehundra (300) niar DSO paborjade
granskningen i dec 2024. Antalet register med status "klara for granskning” (en statusbendmning som den
som &r ansvarig for en behandling kan notera i verktyget) var da femtiofem (55). Det fanns tvdhundra-
trettionio (239) behandlingar status angiven till ” under bearbetning”. DSO tog inte hédnsyn till angiven
statusniva vid sin granskning och granskade inte heller alla behandlingarna utan gjorde ett urval delvis
baserat pd en beddmning av vilka behandlingar som kan utgéra hégriskbehandlingar men dels dven utifran
annat i registret som av olika anledningar vackte ett intresse ur granskningssynpunkt. Totalt har DSO
granskat lite mer dn halften av Hylte kommuns trehundra ( 300 ) behandlingar.

For barn- och ungdomsnamnden, BUN, landade det i att det i princip blev en totalgranskning av deras
samtliga trettiosju (37) behandlingar. Anledningen till det, berodde pa att den ndmnden var den férsta som
DSO borjade att granska och som DSO provade olika arbetssatt pa for granskningen. Med anledning av det
har DSOs synpunkter pa BUNs behandlingar till storsta delen Idmnats 6ver till BUN pa listor utanfor
verktyget Draftit.

5.3 Resultat, rekommendation och avslutande kommentar

Respektive ansvarig for behandlingarna har direkt i verktyget fatt dterkoppling vid de avsnitt i registret dar
dataskyddsombudet beddomer att ndgon form av komplettering, revidering eller fortydligande behovs.

Under avsnitt 5.3.1 hér i rapporten ges en sammanfattning av resultaten fran granskningen samt slutsats
och rekommendation.

5.3.1 Resultat och rekommendation

Det finns betydande brister i Hylte verksamheters dokumentation av behandlingar. Dataskyddsombudet
bedomer att det finns ett omfattande arbete att gora for att leva upp till kraven i artikel 30 i GDPR. De flesta
av behandlingarna har man inte sett 6ver sedan de gjordes och det runt aren 2018 - 2019, dvs i samband
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med att den nya dataskyddslagstiftningen inférdes. Presentationen av resultaten gors nedan under ett antal

omraden utifran vad ett behandlingsregister ska besta av enligt GDPR.

Andamalen med behandlingen

Enligt artikel 30.1b i GDPR ska behandlingsregistret innehdlla &ndamalen med behandlingen. Av GDPR:s
grundliggande principer (artikel 5.1b i GDPR) framgar att personuppgifter endast far behandlas for
sarskilda, uttryckligt angivna och beréttigade dndamal. Det betyder att uppgifterna maste vara adekvata och
relevanta for dndamadlen, och att de inte fir vara mer omfattande dn nodvandigt. Andamalet med en
behandling ska vara tydligt, konkret och specifikt. Med andra ord - den registrerade, dataskyddsombudet,
eller tillsynsmyndigheten ska kunna ldsa dndamalsbeskrivningen och, utan ytterligare kinnedom om
verksamheten, kunna forsta varfor uppgifterna behover samlas in och till vad de ska anvindas.

Andamalen i de register som granskats ar ofta otydliga och fér kortfattade - beskrivningarna ar ibland sa
kortfattade att det helt enkelt inte gar att utldsa vad som avses och ibland kan man inte utldsa den direkta
kopplingen till varfor personuppgifter ens behandlas.

Manga ganger likstiller man ett helt system med en behandling, ndr man i stéllet ska ha fokus pa varfor och
till vad en hantering av personuppgifter ska leda till - dvs vilket 4r &ndamalet/syftet? Och darigenom visar
det sig att ett system manga ganger innehaller flera olika behandlingar med olika syften. I behandlings-
registren finns det dirmed behandlingar som namnges med systemnamn (behandlingsregistren blir helt
enkelt en systemforteckning) medan det i andra fall finns behandlingar som utgérs av ett enda dokument
med personuppgifter vilket dr en onédigt liten behandling att registrera. En sddan "liten” behandling bor i
stéllet kunna féras in i en mer 6vergripande/storre behandling. I Hylte kommuns register éver behandlingar
finns det behandlingar som bendmns nyckelskdp, brandsédkert arkivskap, blanketter, parm, Platina
(systemets namn), kdnsliga personuppgifter, semesterlistor, scheman, beredskapslistor och liknande.

Manga verksamheter har formulerat sina 4ndamal med utgangspunkt i vad man gor med uppgifterna
och/eller hur man behandlar uppgifterna, dvs verksamhetens arbetsprocess. Detta missar dock malet
eftersom dndamalet utgar ifran varfér personuppgifter behover behandlas. I offentlig verksamhet har detta
varfor i manga personuppgiftsbehandlingar sin grund i den lagstiftning som reglerar verksamheten. S3 ett
tips till verksamheterna ar darfor att utga ifran de lagkrav och de uppdrag som organisationen har att
forhalla sig till och formulera sina &ndamal utifran dem. Det kanske inte alltid fungerar, men det &r en bra
utgangspunkt. Sen dr det ju inte helt fel att ha sin utgangspunkt i arbetsprocesser som bedrivs, men glom da
inte bort att fokusera pa malet med arbetsprocessen. Man kan aven fa lite ledning fran dokument-
hanteringsplaner/informationshanteringsplaner kring vilka personuppgifter som kan tinkas behandlas i
verksamheterna och darefter undersoka vad dndamalet ar. Och finns en systemforteckning, ja da kan det
bidra med input till behandlingsregistret. Det handlar helt enkelt om att skaffa sig kunskap om
verksamheten - vad gor man och vad ska det leda till.

Beskrivning av kategorierna av registrerade och av kategorierna av personuppgifter
Ndgot som dataskyddsombudet noterat dr att man ofta missar vad som riaknas som personuppgift. Med
personuppgifter avses varje upplysning som avser en identifierad eller identifierbar fysisk person.
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Avgorande ar att uppgiften, enskilt eller i kombination med andra uppgifter, direkt eller indirekt, kan knytas

till en levande person. Ett exempel - en faktura med medarbetares namn pa kommer fran foretagshéalso-
varden - i det fallet dr det inte bara namnet som ar en personuppgift. Att en medarbetare varit hos
foretagshilsovarden indikerar att den anstéllde har problem med hédlsan. Darmed behandlas ju ytterligare
en personuppgift och som darmed ska anges i registret, "uppgift om hilsa”, utéver uppgift om namn.

Enligt artikel 30.1c i GDPR ska behandlingsregistret innehalla en beskrivning av kategorierna av
registrerade och av kategorierna av personuppgifter. Det ska alltsd framga vilka uppgifterna dr, vilka de
registrerade (de vars personuppgifter man hanterar) ar och hur de relaterar till varandra, det vill sédga
kopplingen mellan de registrerade och de uppgifter som behandlas.

Dataskyddsombudet kan konstatera att de granskade verksamheterna generellt har fyllt i kategorier av
registrerade och kategorier av personuppgifter i behandlingsregistret. Men det beskrivs sallan vilka
personuppgifter som behandlas for vilken kategori av registrerade (i de fall flera kategorier av registrerade
anges). Vidare beskrivs kategori av registrerade ofta bristfalligt. I stéllet for att skriva "anstdllda” sa skulle
verksamheten tex kunna skriva "anstallda handldggare som har till arbetsuppgift att handldgga drenden om
ekonomiskt bistind” osv. Detsamma géller for beskrivning av kategorierna av personuppgifter. Att enbart
ange kategorier av personuppgifter som exempelvis "kontaktuppgifter” ger inte svar pa vilka
personuppgifter som behandlas. Kontaktuppgifter ska darfor beskrivas genom att exakt ange vilka dessa ar,
som namn, adress, e-post, telefonnummer osv.

Kategorier av mottagare

I artikel 30.1d i GDPR anges att behandlingsregistret ska innehalla uppgift om de kategorier av mottagare
till vilka personuppgifterna har lamnats eller ska ldmnas ut, inklusive mottagare i tredjeldander eller i
internationella organisationer. [ artikel 4.9 i GDPR definieras begreppet mottagare. Mottagare kan vara en
fysisk eller juridisk person, offentlig myndighet, institution eller annat organ till vilket personuppgifterna
utldmnas, vare sig det ar en tredje part eller inte. Ett fortydligande av vad som avses med "mottagare till
vilka personuppgifterna limnas ut” landar i att de man avser helt enkelt dr den/de som har tillgang till/ges
tillgdng till uppgifterna pa nagot satt. Ett personuppgiftsbitrdde dr en mottagare, liksom underbitridden och
under-underbitrdde. Aven de funktioner/roller som behandlar uppgifter inom en personuppgiftsansvarigs
organisation/namnd/férvaltning trdffas av begreppet mottagare.

Dataskyddsombudet konstaterar att det finns brister i verksamheternas dokumentation av mottagare. |
manga fall saknas ocksa uppgift om det finns personuppgiftsbitraden och da dven i sddana fall dar det ar
uppenbart att den behandling som beskrivs utfors med hjilp av personuppgiftsbitraden. Likasa saknas
uppgift om det finns bitradesavtal.

Overforing av personuppgifter till tredjeland

Av artikel 30.1e i GDPR framgar att behandlingsregistret ska innehdlla information om, i tilldmpliga fall,
overforingar av personuppgifter till ett tredjeland eller en internationell organisation, inbegripet
identifiering av tredjelandet eller den internationella organisationen och, vid sidana éverforingar som avses
i artikel 49.1 andra stycket, dokumentation av lampliga skyddsatgirder.
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Dataskyddsombudet noterar att verksamheterna ofta svarar vet ej pa fragan om tredjelandséverforing

forekommer. Om det ar sa att nagon del av behandlingen, hur ringa den 4n ar, genomfors med hjilp av ett
bitrdde eller underbitrdde i tredje land, sa ska den dokumenteras i behandlingsregistret - det vill sdga
vem/vilka bitrdden behandlar personuppgifter, varfér och var.

Tidsfrister for radering
I artikel 30.1f i GDPR anges att den personuppgiftsansvarige ska, om det ar mojligt, ange de forutsedda
tidsfristerna for radering av de olika kategorierna av uppgifter.

Efter att ha granskat verksamheternas behandlingsregister vill dataskyddsombudet sarskilt fortydliga att
artikel 30.1f foreskriver att det ar tidsfristerna som ska anges. Det ar inte tillrackligt att ange att gallrings-
beslut finns, eller att det framgar av en dokumenthanteringsplan hur ldnge uppgifterna kommer sparas. Ett
sadant forfarande uppfyller inte kravet om att ange tidsfrister i registret, utan informerar endast om att
tidsfrister finns.

Allméan beskrivning av tekniska och organisatoriska sikerhetsatgiarder

Dataskyddsombudets samlade bedomning efter genomford granskning av de utvalda verksamheterna ar att
beskrivningen av tekniska och organisatoriska sdkerhetsatgiarder genomgdaende ar bristféllig. I manga fall
saknas beskrivningen helt. Det dr inte nédvandigt att dterge alla rutiner eller dtgirder som tagits fram for att
sdkerstdlla korrekt behandling, utan bara de som hanfor sig till behandlingens sdkerhet i enlighet med
kriterierna i artikel 32.1.

Rattslig grund och motivering

Dokumentation av en behandlings réttsliga grund, motivering av den rattsliga grunden och hinvisning till
stodet for den rattsliga grunden i behandlingsregistret dr inget krav enligt artikel 30 i GDPR. Den réttsliga
grunden dr dock sjdlva forutsittningen for att lagligen fa behandla personuppgifter och alla behandlingar
maste stodjas pa en av de rattsliga grunderna i GDPR. Utan en rattslig grund ar behandlingen inte laglig. I
Draftits verktyg finns laglig grund med som en obligatorisk punkt att besvara, vilket dr mycket bra.

Dataskyddsombudet noterar i sin granskning att verksamheterna har svart att avgora vilken rattslig grund
som giller for att fa utfora en behandling av personuppgifter. Alltfor ofta anger man samtycke som laglig
grund. Denna grund dr som regel inte tilldimpbar inom offentlig verksamhet och det har bl. a att géra med att
de vars personuppgifter som hanteras, de star ofta i ndgon form av beroendestéllning till kommunen/
ndmnden/ styrelsen. Att dd dberopa samtycke som laglig grund i en sddan situation dar det rader ett
ojamlikt forhallande mellan parterna, det ar inte tillimpbart. Ett samtycke ska dessutom vara frivilligt och
kunna atertas och det ar sallan frivilligt att som enskild ldmna diverse personuppgifter till en kommun/
myndighet.

Den lagliga grund som oftast dr aktuell utifran GDPR for offentlig verksamhet dr allmént intresse och
myndighetsutdvning. [ de fallen maste det som en foljd ocksa finnas ett uttryckligt stod i svensk lagstiftning
for hanteringen. Stodet i svensk lagstiftning finns manga ganger i verksamhetens specifika lagstiftning som
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t ex socialtjanstlagen, skollagen, plan- och bygglagen, kommunallagen, i ett kommunalt reglemente,

kollektivavtal osv. Det handlar alltsa om att ha en god kdnnedom om vilket regelverk som styr den egna
verksamheten i vilken behandlingen av personuppgifterna forekommer. Dataskyddsombudet noterar att
verksamheterna ofta brister i kunskap kring det egna regelverket och att man inte anger det nationella
lagstodet i registret.

5.3.2 Avslutande kommentar

Att forsta och tillampa de olika leden i artikel 30.1 GDPR om behandlingsregister, dr inte sa enkelt som det
kan uppfattas vid en forsta anblick och det dr ndgot som blivit tydligt i samband med genomférd granskning.
Dataskyddsombudet bedémer att det finns ett omfattande arbete att gora for att leva upp till kraven i artikel
301 GDPR. Kunskapen om regelverket och hur praktiskt arbeta med behandlingsregistret dr hogre idag én
2018-2019 da behandlingarna fortecknades. Sa forutsattningarna for arbetet utifran den aspekten bor vara
battre men da maste verksamheterna avsatta resurser i form av tid och personer som kan arbeta med
behandlingsregistren sa att de lever upp till GDPRs krav. Ett komplett behandlingsregister utgor dven ett
vardefullt stod i det fortsatta arbetet med dataskydd. Ett behandlingsregister som uppfyller kraven ar ocksa
en forutsittning for att kunna uppfylla informationsplikten och behandla personuppgifter pa ett 6ppet satt
gentemot de registrerade, att hantera de registrerades rattigheter sdsom rétten till tillgang (registerutdrag),
ratten till rattelse och rétten att géra invandningar.

Grunden till ett bra dataskyddsarbete ar att ha kinnedom om verksamhetens personuppgifts-
behandlingar, for att diarefter kunna omvandla dessa till tydliga, konkreta och specifika &ndamal. Detta
kraver god kdnnedom om den egna organisationen och om de lagar och regler som styr verksamhetens
arbete. Det kravs resurser, kunskap och deltagande fran de personer som direkt arbetar i kirnverksamheten
inom respektive verksamhetsomrade i den egna organisationen. Utover den kunskap som kdrnverk-
samheten har, krdvs dven kunskaper i GDPR. Dartill kravs ett arbete for att gd igenom befintliga avtal for att
kunna bedéma om det férekommer nigon tredjelandsoverforing, genomgang av gallringsbeslut for att
kunna precisera lagringstiderna pa ett sitt som uppfyller kraven, fortydliga vilka de registrerade ar och vilka
personuppgifter som behandlas om respektive kategori registrerade samt att identifiera faktiska mottagare,
bdde internt och externt.

For att kunna omhdnderta dataskyddsombudets rekommendationer bor arbetet med behandlingsregistret
ha hog prioritet inom samtliga ndimnder/styrelser med forvaltningar under resterande delen av ar 2025.

Jessica Karlsson, dataskyddsombud for kommunerna Falkenberg, Laholm och Hylte
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